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IP CamSecure

Installation
E D C B A
S of All
1200~600 600~480 480~240 240~120 120~0
Cam.
Intel Core 2 | Intel Core 2 Intel
) Intel P4 2.8 | Intel P4 2.8
CPU Quad Duo Pentium D
GHz GHz
Q6600 E6400 930
RAM 2 GB 1 GB 1 GB 512 MB 512 MB
Mother Intel 945 or 965 chip or above,
board MB vendor Asus with Intel Chipset recommended
Video ATi Radeon 9200 , nVIDIA GeForce FX-5200 , Intel 945G/965G or
card above (ATi recommended)
Ethernet 100 baseT or above, Gigabit LAN recommended
Hard
) 80 GB or above
Disk
0S MS Windows 2000 / XP pro sp2 / 2003

Parameter def

inition:

For IP network camera

M: parameter of resolution of camera. 1 Mega-pixel : M=10VGA or D1 resolution : M=5CIF

resolution : M=1
N: FPS of Camera

For analog camera (FCS-8004 capture card) P = 60

S=M*N+P For example: 16 channel system a) 1 camera at 1 Mega-pixel resolution with 10FPS b)
2 cameras at D1 resolution with 15FPS c) 5 cameras at CIF resolution with 30FPS d) 8 cameras

with 2pcs FCS-8004

a) M=10; N=10, S=10*10=100 b) M=5; N=15, S=5*15=75 ¢) M=1; N=30, S=1*30=30 d) P=60 S of
All Cam.=1*100+2*75+5*30+2*60=520 Therefore, the Minimum Hardware Requirement is D level.




I[P CamSecure
Installation
Install IP camera(s)

Step 1: Set up the IP camera referring to the quick installation guide provided.

Step 2: Check the network between the IP camera and the system.

Step 3: Add the IP camera to the system. See details on later pages.

Install capture card(s)

Stepl: Insert the card onto an empty PCI slot. Connect the Audio/Video Cable to the connector in
the same color.

Step 2: Turn on your PC and start Windows.

Step 3: Insert the included Software CD into CD-ROM.

Step 4: Run SetupDrv.exe from the CD-ROM driver/ directory to install the Capture Card driver.

Step 5: Run dxdiag.exe from start menu ‘Start-> Run’ to check your DirectX version. If the installed
version is less than 9.0, install DirectX 9.0 from the CD-ROM directx9/ directory.

Step 6: After driver being installed, restart your PC.
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Installation
IP CamSecure Installation

Step 1: Insert the Installation CD.|]

Step 2: The setup page should be loaded automatically. If it does not, please select your CD-ROM
drive manually to open the setup page. Click “IP CamSecure” to initiate the installation.

WWW.LEVEL 1.COM
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Step 3: Select the language for installation from the choices below.

Weard =

Choose Setup Language

Select the language for the installation from the choices below.

Chineze [Simplified)
Chinese [Traditional)
Danizh
English

French [Standard)
Geman

Greek

[talian

Japanese

F.orean
Portuguese (Brazilian)
Portuguese [Standard]
Ruszian

Slowak

Srnaniczh

| >

m

|nstalls hield

,_<Ba_ck_|r Mest » ][ Cancel ]

Note: if you want to install Farsi or Hebrew, please select English for language. After installation is
finished, run LangPackFAR.exe for Farsi or LangPackHEB.exe for Hebrew from the language pack
folder in CD-ROM directory to install.
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Installation

Step 4: Click “Next”
IP CamSecure - InstaliShield Wizard '

Welcome to the Install5hield Wizard for IP
CamSecure

The InzstallShield® \wizard will install IP CamSecure on your
computer. To continue, click Mest.

< Back [ Mext !I Cancel l

Step 5: Check the option “I accept the terms of the license agreement?”.
1P CamSecure - InstaliShield Wizard ==
Licenze Agreement

Pleaze read the following license agreement carefully.

End User License Agreement ("EULA™) -

Do not install or use the software until you have read and accepted all of the license
terms. Permission to use the software is conditional upon vour agreeing to the license
terms. Installation or use of the software by vou will be deemed to be acceptance of
the license terms. Acceptance will bind vou to the license terms in a legally enforceable
contract with Digital Data Communications Asia Co. Lid.

* SOFTVWARE LICENSE AND LIMITED WARRANTY
This is an agreement between you, the end user, and Digital Data Communications Asia
Co. Lid. ("DDCA"). By using this software, you agree to become bound by the terms of

dhim e

@) | accept the terms of the license agreement

1 | do not accept the terms of the license agreement

£ Back E MHeut » I Cancel
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Installation

Step 6: Please enter your name and the company name for which you work.

IP CamSecure - InstallShield Wizard
Customer Information ‘ . ]
Pleaze enter pour information. ~

e

Pleaze enter pour name and the name of the company for which pou worl,

zer Mame:

Jaohn

Company MName:

Levellnd

hield

| < Back ][ Meut > ]I Cancel |

Step 7:

COMPLETE SETUP TYPE: [Require the most disk space.]
Install all program features into the default directory.
Check the option “Complete”.

CUSTOM SETUP TYPE: [This is recommended for advanced users.]

Install the system to a preferred directory. Or select whichever feature(s) you wish to install.
Check the option “Custom”.

IP Cam5ecure - InstallShield Wizard
Setup Type ‘ - ]
Select the setup lpe to install. ~

e

Pleaze zelect a setup type.

@) Complete

All program features will be installed. [Requires the most digk space.]

() Custarn

Iz Select which program features you want installed. Recommended for
| advanced uzers,

< Back ][ Ment » ]I Cancel
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Installation

Select folder where setup will install files.
TB CamSecure - instaliShicid Wizard
Choose Destination Location
Select folder where setup will install files.

Cj Inztall IP CamSecure to:
C:\Program FileshLevellneiPCamSecure

InstalShield

[ < Back " Pl et > Jl Cancel ]

Select the features setup will install.
P CamSecure - InstallShield Wizard

Select Features

Select the features zetup will inztall

Select the features you want ta install, and deselect the features you do hat want ta install

Deszcription

; The main control conzole of
L] Liveiew the [P CamSecure.

220,83 MB of space required on the C drive
22:37.00 ME of space available on the C drive

InstallShisld

I < Back ][ Pl et » ll Cancel ]

Hint: For example, select only Playback and LiveView for installation. Install and use only these
features on multiple remote sites at home or anywhere with a PC.
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Installation

Step 8: Press the “install” to start the installation.

Ready to Install the Program \

The wizard iz ready to begin inztallation.

Click Install ko begin the installation.

|f wou want to review or change ang of your inztallation zettings, click Back. Click Cancel to exit
the wizard.

InztallShield

< Back Jl Irztall I[ Cancel

Setup Status

|F CamSecure iz configuring your new software installation,

Inztalling

C:A\Program Files\Leveldnet PCamS ecureBackup.exe

|nztaliShield

Cancel



I[P CamSecure
Installation

Step 9: Press “Finish” to finish the installation.
IP CamSecure - InstallShield Wizard

InztallShield Wizard Complete

The InstallShield “wizard haz successfully installed [P
CamSecure. Click Finish to exit the wizard.

< Back _ Cancel

Step 10: Execute the Main Console
£ Windows Defender -~

[& Windows DVD Maker
528 Windows Fax and Scan
&2 Windows Live Messenger Download
=l Windows Mail E
€ Windows Media Center
Windows Meeting Space
ﬁ Windows Movie Maker
Windows Photo Gallery
:'.j. Windows Update

) Accessories

J Extras and Upgrades

m

.. Games
. LevelCne
. 5 PortIP USB Hub

IP CamSecure
E Backup System
3 DBTools
Main Console
Playback Systemn
Remote Live Viewer =
Remote Playback Server
2 Uninstall IP CamSecure

|| User Manual -

1 Back
e ——
Start Search e

**|P CamSecure Lite32 is free bundled with LevelOne IP camera and Capture Card.

** |P CamSecure professional version is available upon purchase. While using IP
CamSecure Pro/Pro Plus/Pro Mega ,please plug the included USB dongle into USB port as a
license key.

10
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Playback

2007/02/12
| 17:13:16

Start Playback Schedule Guard Config

The main operation system. To activate schedule recording, setup smart guard and configure
system setting.

11
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Playback

Exit: Shut down the main console or log out current user.

Minimize: Minimize the Main Console.

-
@)
oo Trocun )

\——

G >

Screen Division: Allocate the sub-screen displays of cameras by clicking on the icon of desired
layout. Quick switch to single camera display by double click the particular sub-screen. Double click
the single camera display again to regain previous screen division layout.

Divide into
| 1 screen(s)

| || Divide into
10 screen(s)

Divide into
13 screen(s)

Divide into
4 screen(s)

Divide into
13 screen(s)

Divide into
17 screen(s)

|

=

Divide into
6 screen(s)

Divide into
16 screen(s)

Switch to
Full screen

12

€3

Divide into
| 9 screen(s)

Divide into
N screen(s)

Rotate all
screens
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Playback

2007/03/04
| 23:13:25

Start Smart Guard System
Start Counting Applcation

START: Click on the Start icon and select from the drop down menu to activate/ deactivate: (a)
Recording Schedule System, (b) Smart Guard System, or (c) Counting Application. Select
Start/Stop Monitor All to activate/ deactivate all the functions at once.

You may also enable secondary display, open event report, and lock the system here. See later
pages for more details about secondary display.

Note: When activating any of the monitor functions, system considers the current screen status as

normal. Therefore, if you want to, for example, detect Missing Object, be sure the object needed to
be protected is in its position at the moment you click Start button.

13
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Playback

a1 Flayhech Sohedus o

(0 [m|ea]r)

‘“

Playback: Click the icon to get Playback Console. You can watch recorded video, search, adjust
image from records data, save video pictures and print images, check log in information, event
records and setup recording function configuration. See Playback in detail on later pages.

Schedule: Schedule recording time table and setup recorder configuration. See Schedule in detalil
on later pages.

Guard: Add/edit type(s) of events which you want to detect; setup reaction(s) responding to events.
See Guard in detail on later pages.

Config: Setting, Save/Load Configuration, Counting Application, Log Viewer and Backup.

Crystal Ball: Indicates the working status of the system. In blue color rolling when system is
recording; in red when event detected. When the Crystal Ball is red, click it can you can cancel
event(s).

Information Window: Shows the system information including date, time, free HD space and
customized text. You can customize the setting of Information Window in Config > Setting >
General.

PTZ Camera Control:: Control the movement of PTZ cameras. With cameras that support PTZ
control, you can zoom, adjust the focus, and set preset points of the cameras.

Preset/ Go: Adjust the camera view until you are satisfied. Click on the Set icon and set up the
view as the preset point 01. Adjust the camera view again and set up the preset point 02. Repeat
the process until finish setting up all preset points.

Click on the Go icon and view the result of your setting.
Zoom: Click on the + and — signs to zoom in and out the view.
Focus: You can select to have the camera focused near or far. To focus near means objects that

are closer will be clearer than the objects that are further away. On contrast, to focus far means
objects that are further will be clearer than the objects that are close.

14
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Playback

Click on the Focus icon and select auto focus if you want the system to decide the focus point for
you.

Patrol: Go to Patrol > Set Patrol to obtain the Patrol Setup dialog. From the left window, select the
cameras that you would like to have in the patrol group. Align the cameras in order in the right
window and adjust the time. Rename the group name if you want. After completing the setup,
check the Active box, and then click OK.

You can setup up to four groups of auto patrol. To start or stop, click on the Patrol icon in the Main
Console, and select Start Patrol or Stop Patrol.

B -

Patrol Setup

Group 1 ] Group 2] Group 3 ] Group 4]

Group Name : JGruup 1

Period: - 5 Sec

[~ Active

’J oK ] [x Cancel ]

15
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Playback
On Screen Menu:

(3] Enable Talk

2% Disconnect

Show Carmera
Delete Camera
Enable Digital PTZ
Fix Aspect Ratio

Snapshaot
Manual Record

Toagle Fullscreen

Right click on the camera screen and get the On Screen Menu, from
which you can enable move, enable digital PTZ, and connect/ disconnect
the camera.

Enable Move: With cameras that support PT function, by selecting the
enable move function, you may adjust the camera’s view by clicking on
the display screen. To cancel this function, right click on the screen and
select Disable Move.

Note: You can only work on current camera after clicking Enable Move.

Enable Talk: With cameras that support two-way audio, you may select
enable talk to utilize the function.

Connect/ Disconnect: Right click on the display screen and select
Connect/ Disconnect to modify the connecting status of the camera.

Show Camera: Select the camera to be displayed from the Show Camera Menu.

Delete Camera: Click on Delete Camera to remove a camera from the display screen. This does
not delete the camera from the setting list.

Enable Digital PTZ: To enable the PTZ functions of the camera, select the Enable digital PTZ
option. When enable digital PTZ, we can use mouse wheel to zoom in and zoom out on the

camera.

Note: Enable Digital PTZ is the option function in IP+ software not in IP software

Fix Aspect Ratio: For some special camera resolution, user can enable Fix Aspect Ratio to view
original ratio video, or disable this option to stretch 3:4 to fit window.

Snapshot: Select the snapshot function to capture a specific video image immediately. You have
the options to copy the image to the clipboard or to save it.

Manual Record: Start recording video by selecting manual record.

Toggle Full Screen: To view a specific channel with full screen.

16
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Playback

Watch the recorded video, view and/or search for unusual events and recorded system information.

*There is only 1 channel displayed in Playback in IP CamSecure Lite32 while there are up to
16 channels displayed in IP CamSecure Pro/Pro Plus/Pro Mega simultaneously.

17
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Playback

Minimize: Minimizes the playback Console window.

Exit: Turn off the Playback Console.

Scroll Bar: Indicate the status of the playing video; drag it to where you want to review.

Control: Play, pause and stop the video.

Cue: When playing video, click on the Cue In/ Cue Out icon at where you want to set as the
starting/ ending point of a saved video clip or a backup file. The Cue In and Cue Out time will show
on the Playback Information Window once they are set.

Speed: Control the speed of the playing video. Click + to speed up and — to speed down the video.

Zoom: Zoom in and zoom out. You can get a close up view of the recorded video and move to the
spot you want to view by dragging the screen.

18
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Playback

You can customize the

aatimamln ey speeds on Setting panel.

Forward/reverse frame by
frame.

Browse Mode: Play the recorded video.

Search Mode: Click on the Search Mode icon and get the Intelligent Search Tool panel. You can
setup unusual events here to detect abnormality that occurred during the video was recorded. To
setup unusual events, see this in detail on later pages.

SCREEN DIVISION: Allocate the sub-screen display by clicking on the desired layout icon. To
switch to single camera display, double click on a particular sub-screen. Double click on the screen
again to regain previous screen division layout.

INFORMATION DISPLAY WINDOW: Display video date and time, current video status, cue in/ out
points’ time, and speed.

Date Time: By clicking on Date Time bottom, you can withdraw the video record that you want to
review. As you click on the Date Time bottom, a control panel will show up. Follow the instruction on
the next page to withdraw the record.

Audio Volume Control: Adjust the sound level.

19
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Playback
Day-Time Panel

&2 DateTime Search Dialog. [Local Machine]

Date Time Period Video Preview
6-AL00 Sro— |
Start Time: |2007-03-11 = |22:22:115 = Ll ISHELE PSS
[l =H 2007 3 2 -
End Time 2007-03-11 = |22:22115 -
12 3
4 56 78910
12 13 14 15 16 17 Color Event Type
1819 2021 22 23 24 ] General Motion
25 26 27 28 29 30 31 ] Foreign Object
O Missing Objest
] Lo Focus
O Camera Block
] Signal Lost
Today
F‘ X ‘u 1 H 3 4 6 ] E 8 a 10 11 12 13 19 15 1o/
09:48:00
& —F—— &4 LIJ
Record Always
Record on Motion v O
Record on Event

Record Display Window: The record display window shows the information of the available video
clips. It may show in calendar or list control view. To know how to modify the record display window
view.

Click on the ih icon on the top of the display window to obtain the Remote Playback Site
Management dialog. Here you may select to access local machine or set up remote playback
server. See later pages for details in setting up the remote playback server.

I
Click on the |1 icon to refresh the record display window, and click on the /O icon to access the
log viewer dialog. See later pages for details about the log viewer dialog. Additionally, utilize the

@ e icons to go to previous and next pages.

Date Time Period: Select the start and end time points that indicate the time period you would like
to view.

Video Preview: Check the enable preview box to view the selected video.

Event Type: There are 5 event types. You may set up different colors for different event types to
help you select events.

Time Table: Utilize the |a icon to select all channels; also utilize the x icon to deselect all
channels. Finally, utilize the scale bar BTH o modify the scale of the time table.

To withdraw the record

Step 1: From the record display window at the top left of the Date Time Panel, select the date you
want to withdraw the record from. The red/green lines shown on the time table indicate available
recorded video records.

Note: The record display window can be shown in (a) calendar view or (b) list control view. To
modify the setting of the record display window, click on the Setting button at the right of the
Playback Console. See later pages for details.

20
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Playback
Step 2: Use color bars to differentiate event types from each other. This will help you select video

clips.

Step 3: Highlight the video clip you want to review by left-clicking and dragging the time period. You
may also utilize the Start Time and End Time in Date Time Period Section. In addition, modify the
scale of the time table with the + and — signs on the bottom left.

Step 4: Check the Enable Preview box to get the preview of the video you select.

Step 5: Click OK when complete the setting.

21



I[P CamSecure

Playback
Search Mode
Unusual Event - General Motion

Intelligent Search Tool panel:

Click on the Search Mode icon and get the Intelligent Search Tool
panel. You can setup unusual events here to detect abnormality that
occurred during the video was recorded.

There are 5 types of unusual events:
General Motion

Foreign Object

Missing Object

Lose Focus

Camera Occlusion

*IP CamSecure Lite32 only has General Motion option in Search
Mode.

General Motion: Detect any movement in the defined detection zone.

Intelligent Search Tool

—Alarm Event Type

General Motion -

Foreign Object
Missing Object
Lose Focus
Camera Occlusion

—Region Definition
* Define detection zone

¢ [Defier object size

All | Clear |

Rectangle count: 0

¥ Draw Region
¥ Stop when found

Search

Define detection zone: To detect General Motion, you have to define a detection zone. Left-click
and drag, and draw a detection zone. You may define more than one zone on the screen by repeat

the process.

Alarm Event Type

{Genaal Motion -

Sensitity. — =,
itenl:  ——F—

Region Detmition
= Dafing detection zone
-

A Claar

Reclangle court. §

~ Draw Rogion
I™ Stop when found

Seach | |

Search Resul Clear

[ Event Time

22
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Playback
Unusual Event - General Motion

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Inte[ligoni Seati . =l Stop when found: Check the box, and the video will stop at the point
e Exent Type when a motion in the detection zone is detected. Otherwise, the video will
enaxkRinden ~l| | keep rolling and all the events detected will show on the list in Search Re-
Bty ——— 1] sult box. Click on the listed event date/time, you will jump to the point in
o the video where a motion is detected.
Interval- '—j—

—Region Definition
& Define detection zone

£ Defien object size

All ‘ Clear ‘

Rectangle count: 1

¥ Draw Region
™ Stop when found

Search ‘ Stop ‘
Search Result Clear
Event Time | : :
STy Qllck on thg I|§ted event datg/
2005/11/11 084925 time, you will jump to the point
i b in the video where a motion is

2005/11/M11 08:58:54
detected.

23
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Playback
Unusual Event - Foreign Object

Intelligent Search Tool panel:

Click on the Search Mode icon and get the Intelligent Search Tool
panel. You can setup unusual events here to detect abnormality that

occurred during the video was recorded.

Foreign Object: Alarm is set off when an object appears in the

defined area on the screen.

Alarm Event Type
Fareign Object -
Sensithity. — ]'I—:
Interval:  —f—

Region Definition

= Define detection zone
" Defien object size

Al Clear

Rectangle count: 0

¥ Draw Region
¥ Stap when found

Search i |

Intellizent Search Tool

—Alarm Event Type

Foreign Object i

General Motion

Missing Object
Lose Focus
Camera Occlusion
—Region Definition

i Define detection zone

" Defien object size

All | Clear |

Rectangle count: 0

¥ Draw Region
¥ Stop when found

Search | Stop |

Define detection zone: To detect Foreign Object you have to define a detection zone. Left-click
and drag, draw a detection zone. Alarm will be triggered when an object appears in the detection

zone.

Define object size: Drag and draw a square on the screen to define the size of a foreign object.

24
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Playback
Unusual Event - Foreign Object

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the object has been removed from the area for longer. Move to the left to
reduce the interval time. Set up an appropriate Interval value will reduce the chance of false alarm.
For example, you can lower the Interval to avoid the alarm being triggered by a pedestrian.

25
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Playback . | 5
Unusual Event - Missing Object e ik v

Missing Object

General Motion
Foreign Object

Intelligent Search Tool panel:

Lose Focus
Camera Occlusion
—Region Definition

Click on the Search Mode icon and get the Intelligent Search Tool panel.
You can setup unusual events here to detect abnormality that occurred

. . % Define detection zone
during the video was recorded.

¢ [Defien object size

Missing Object: Alarm is set off when the defined object is removed All | Clear |
from the defined area on the screen.

Hectangle count: 0

¥ Draw Region
¥ Stop when found

Search | Stop ‘

Define detection zone: To detect Missing Object you have to define a
detection zone. Left-click and drag, draw a detection zone. Alarm will be triggered when the defined
object is removed from the detection zone.

Define object size: To tell the system how big the defined object is. Drag and draw a square on the
screen, on the object that you want to protect.
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Unusual Event - Missing Object / Lose Focus / Camera Occlusion

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the object has been removed from the area for longer. Move to the left to
reduce the interval time.

Lose Focus: System will inform you when the camera(s) are losing focus.

Camera Occlusion: Alarms when any of the cameras is blocked.
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Enhancement

Enhancement Tool x|

—General Setting

General Setting: Check the circle and chose whether you want to
apply the setting to all the channels or only to those currently show
on the screen.

&+ Apply active channel
" Apply all channels

—Filter Setting

I Sharpen

[~ Brightness

.i'I.....

I Contract

.i'I.....

|:J|||||

[~ Grey Scale

Filter Setting

Visibility: Check the box and adjust the gamma value of the image,
which means, you may enhance the image and make it cleaner.

Sharpen: Check the box to activate the function. Move the control
bar to the right to sharpen the image, to the left to soften it.

Brightness: Check the box to activate the function. Move the control
bar to the right to make the image brighter.

Contrast: Check the box to activate the function. Move the control
bar to the right to increase contrast.

Grey Scale: Check the box to show the record in grey scale mode,
which is, in black and while.
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Save Video / Save Image

Save Video
Step 1: Choose the camera display you want to save as a video clip.

Step 2: Set up the Cue In and Cue Out points, the cue in and cue out time will show up on the
display.

Step 3: Click Save Video icon, choose the folder where you want to save the file, enter the file
name and click SAVE. You may export (save) the record with both audio and video or you can
explore the video only.

Step 4: Choose the compression format and then save the video.

Note: all the information recorded (including log info, events reported and so.) will be saved.
Save Image

Step 1: Chose the camera display from which you want to save pictures.

Step 2: Click Save Image bottom and when the image you want is on the screen. You may click
Pause to freeze the video, use Step Forward/ Step Backward function to find the picture you want
to save.

Step 3: Choose the folder and the format of image (BMP or JPEG) you prefer and then click save.

Note: You may skip step 3 by pre-setting a folder and format that you want to save the images.
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Playback
Print / Backup

Print
FPage Setting

f* Original size

" Fit to page

Align Image: |19 v

Print Content
f+ Print active channel image

" Print all channels in the current view

+"  Frint ] [x Cancel]

Print in original size: Select to have the image print in original size.

Fit the page: Select to have the image fit the page.

Align Image: Top, Center, or Bottom

Print Content: Print the image from currently selected channel or all the channels shown on the

screen.

Backup: Different from Save Video, the Backup function saves everything from the Playback panel,

including log information.

You can start a full function Playback Console and load the backup files into it on any PC with
Windows operating system. This means you may monitor the real time video and work on the

backup files on separate computers simultaneously.
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Log Viewer

*IP CamSecure Lite32 only has System Log option in Log Viewer.

Ste p l ate; jv g
I {1
NEI,
) osnintT ”:'20 otion
Step 2 B ANY ]
0051141110 21:42:33 General Mation 1
Step 3

Unusual Event: You can check out the history of Unusual Event that had been detected by Smart
Guard System.

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all
types of events.

Step 2: Choose from which camera you want to check the event(s) or select “All” for all the
channels available.

Step 3: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, mark the box right after “Date” and indicate the date
you want to check.

You may also point out two different time points and search for Unusual Event between them. Mark
the box in the Date &Time column and then enter the date and time.

Step 4: Click Search
Note: When you are working with a video record,
1. Log Viewer will search Unusual Event in the video record by default, that is, to search in Date

&Time mode, start from the beginning of the record and to the end of the record.

2. There will be a link icon right beside the event time; by clicking on the link icon you will jump to
the point where the Unusual Event took place.
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Playback
Log Viewer
Step 1 1oy Vi - BR
\@al Event Switem Log |l:uur-19rﬂml--:ahuni Coyrder Application (Duagram) |
Lag Type I _:r
|~ Do [ Novi1 L2005 v 3]
Step 2 =~———] o —_
CateTime: |1 W |0 | Boarch) 1
Event Time Evect Type Descnptan
0051011 13044 Sta Live Sireaming Senver
065N 1A 203048 Starl Romoln Plavback Sarver
200511101 X050 M ity Sirrieir O
2005111 415 Gtar Sran Guand
00511 204230 Stop Srman Guard
LU RN R R LR Bt Live Blre amin Sened
J005IHT 33001 Siop Remole Flayhack Sarmr \

Step 3

System Log: Select Log Type form the drop-down menu. There are total 11 types of log types,
including:

Console Startup,
Console Shutdown,
User Login,

User Logout,

Start Schedule,

Stop Schedule,
Execute Recycle,
Execute Backup,

. Enable Channel,

10. Disable Channel, and
11. Start Smart Guard.

CoNorwWNE

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all
types of events.

Step 2: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, check the box right after Date and indicate the date
you want to check. You may also point out two different time points and search for Unusual Event
between them. Mark the box in the Date &Time column and then enter the date and time.

Step 3: Click Search.
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Playback
Log Viewer - Counting Application

Counting Application:
You can see the results of Counting Application during the time period you set.

=
Unusual Eveml Systern Log  Counter Application | Counter Application (Diagram) |
Channel IAII o
Date: |7 2005Mov A0+ 2

DateBTime; | 2005Mov /2L 01,35 FM [+ &

Event Time | Deviee [ In Tut
2005/11/10 02:00:00 CAMERA 0 o
2005/11/10 02:00:00 CAMERA 1} o
2005/11/10 04:00:00 CAMERA 1} o
2005/11/10 05:00:00 CAMERA 1} o
2005/11/10 06:00:00 CAMERA 1} o
2005/11M0 O7:00:00 CAMERA 1 0 o
20051110 08:00:00 CAMERA 1 1) o
20051110 09:00:00 CAMERA 1 5 2
200511110 10:00:00 CAMERA 1 10 4
200511110 11:00:00 CAMERA 1 17 13
200511110 12:00:00 CAMERA 1 8 9
20051110 13:00:00 CAMERA 1 5 pal
20051110 14:00:00 CAMERA 1 9 a
200511110 15:00:00 CAMERA 1 i 16
20051110 16:00:00 CAMERA 1 " B
200511110 17:00:00 CAMERA 1 i 10
20051110 18:00:00 CAMERA 1 3 13
200511110 19:00:00 CAMERA 1 2 14
200511110 20:00:00 CAMERA 1 1 2
20051110 09:00:00 CAMERA 1 1) o
200511110 10:00:00 CAMERA 1 1) o
200511110 11:00:00 CAMERA 1 1) o =l

Counting Application (Diagram):
The Counting Application result data will show in a diagram.

Unusual Eveml Systern Lngl Counter Application  Counter Application (Diagrarm) I

Channel: |CAMERA 1 v| Periog: JoneDay | Date; 2o0SMovD - 2

=10 x|

Search

200511110 In

1 2 3 45 6 7 8 9101112131415 16 17 1819 20 21 22 23 24
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Playback

Setting
Dielsbape Gowre

Database Source:  Local Mathine

 Remole Playback Senar

Select local machine if you wish to withdraw video record from the i [

PC you are working with currently. Otherwise, select remote
playback server to access a database via the Internet. See Config

Plary
[T Filaywhen open

> Remote Playback Server in detail on later pages. I~ Auto skip wher record mutn only mode
M b rvil ' -:E_I A

Play: Prisvcus inbarval ? min

Play when open: Check the box and set the system to play the Capture image

video clip every time when you withdraw it from the database. b s

= Manaly 56 B Imege fln

7 Aulnmaicaly caen T image file

Auto skip when record motion only mode: Check the box to set ; ;
up the system to automatically skip to the points where there were i
motions recorded.

| T | |x Cantal

Next interval: Set the interval with which the video goes forward
when you click Next icon on the control panel.

Previous interval: Set the interval with which the video goes backward when you click Previous
icon on the control panel.

Capture Image: Setup how you want to save image.

Save in clipboard: The image will be saved in the clipboard and be able to paste on other
application software.

Manually save the image file: You can manually choose where you want to save the image, name
the saved file and which format you want to save the image.

Automatically save the image file: By giving the system a path/URL and the image format, it will
automatically save the image accordingly every time you click Save Image bottom.
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Schedule

Schedule

% Schedule Configuration B‘
E5 Load @Cupyfn ‘E Default ‘n 1 2 3 4 5 5 7 & o 10 11 12 13 14 15 18 17 18 19 3z 33 zaliil
=& Default i) Camera 1 ——

= 01 camera 1 i) Cameraz

Camera 2 ] Camera3
Camera 3 ] Camerad
04 Camera 4

9 Insert 5 Delete ¥4 Confignrate

Start Time | End Time  Record 3 Quality Resolution
06:00 12:45 Alwizys 30 Maormal — Marmal

 Dafault [ Holiday
Dy bods | | (] Week Made

Click on Schedule icon on Main Console and get the Schedule configuration panel to setup the
time schedule for video recording.
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Load e ]

Camera/ Channel %

Day Mode

Day Mode
Schedule the cameras on a daily basis, which means that the recorder will be on and off, at the
same time every day, according to the same schedule you setup.

To setup the time schedule for each camera, you may
1. Load the preset Modes or
2. Insert a new schedule manually.

To load preset Modes
Click on the Load icon and get a pull-down menu.

Regular Mode: Record video 24 hours a day with the setting of 30 FPS (frames per second),
Normal video quality and Normal resolution.

Office Mode: Record video from 8 am to 8 pm (08:00 — 20:00, shown as a red bar on Schedule
Configuration panel) with 30 FPS, Normal video quality and Normal resolution.

Shop Mode: Record video from 10 am to 10 pm (10:00 — 22:00) with 30 FPS, Normal video
guality and Normal resolution.

High Security Mode: Record video 24 hours a day with the setting of 30 FPS, Highest video
quality and High resolution.

Disk Saving Mode: The system will start recording only when a motion on the screen is detected,
24 hours a day (shown as a green bar on Schedule Configuration panel), with the setting of 30 FPS,
Normal quality and Normal resolution. You can adjust the sensitivity, interval and detection area of
motion detection in schedule Configure

Minor Mode: The system will start recording only when a motion on the screen is detected, 24
hours a day (shown as a green bar on Schedule Configuration panel), with the setting of 15 FPS,
Low quality and Low resolution. You can adjust the sensitivity, interval and detection area of motion
detection in schedule Configure.

Adjust the scheduled setting: Although you have loaded the Modes by Load function, you can
still manually make some changes of it.

Option 1: Move the cruiser to the Time Bar to change the length of it or move the bar sideway to
change the start and stop points.
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Time Bar

#5 Schedule Configuration

@ o @ Copb |E Default o 1 2 2 4 5 & 7 2 9 0 11 12 13 14 16 16 17 18 19 0 21 22 2% QQE
= & Default ] Camera 1 e R ]

[ 01 camera 1 ] camera 2

02 Camera 2 ] camera3

& 02 camera 3 ] Camera 4
04 Camera 4

9 Inwert 5 Delete [ Confignrate
Start Time  End Time  Recond FPS CQuality Resolution.
08:00 12:45 Always 30 MNormal  Mormal

* Default | Hoiday
Dy Mode | | (] Week Made

Option 2: Click the Configure icon or double click schedule information on the screen (highlighted
in blue), to obtain the Encoding Options panel and change the setting as wished.

Note: The time schedule setting is based on 15 minutes.

C O p y _I_O it Scheduls Configustion
Configure
By et Py Dabs o Codigmus
/ 0E00 1245 Aways 0 HNomnal  Nomal

Schedule information —]

(3 Dy Mods | [ 0 e ot

Configure: Click on the configure icon to obtain the Encoding Option panel.
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Encoding Options Panel

Encoding Options

Original Video

Time

Start Time: | 00:00 =
End Time: |2359 =
Pre-record: |5 sec. (Max 60)

Postrecord: |3 sec. (Max 60)

Audio

I” Record Audio

&+ Always Record

(" Record on Evant

" Record on Motion:

iy

—p—

v OK | ’ X Cancel ]

Select Event

Smart Guard:

=4+ CAMO3 Pool
O ceneral Mation
=4 CAMO4 Room A
O General Mation
=4 CAMOS5 Room B
O General Motion
=4+ CAMO6 Back Door
O General Mation

Digital Input

O[] Main Gate Input:0
O[#]Fool nput:0
(#]Pool Input:1
O[] Fool put:2
O[] Fool put:3

v 0K

Always Record: Select this option to record the video at all time.

Record on Event: Select this option to obtain the Select Event panel. From the Smart
Guard/Digital Input list, check the box of the camera(s) that you want to trigger the recording action.
Click OK to complete the setting.

*Smart Guard is only in IP CamSecure Pro/Pro Plus/Pro Mega.

Record on Motion: Select this option to start recording when there are motions detected. You may

adjust the sensitivity and the frame interval.

Pre-record/ Post-record Time: The pre-record/ post-record function saves the recording data
accordingly. For instance, to set up a 5 second pre-record time means the system will start saving
the recording data 5 seconds before the event happens.

Copy To: You may set up the schedule for each channel/camera by repeating the process above,

or simply apply the setting of a single camera to all the others.
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To insert a new schedule manually

Step 1: Left-click and draw the length you want on time table. The scheduled time will show as a
grey bar.

Step 1
#& Schedule Confignration El
£ Load (@ Copyio |ﬂf| Default ‘n 1z 3 4 5 6 7 8 @ o 11 12\3 1415 18 17 18 18 om0 31 23 2400
=& Default i1 Camera1
01 Camera 1 ] Camera2
02 Camera 2 ] Camera 3
B 02 camera 2 ] camera 4
04 Camera 4
T Insert
Start T End Time | Record FFS Quality Resolution
Dot Holy | Cusiom |
Step 2 Step 3 Step 4

Step 2: Click on the Insert icon and add a new schedule with the setting of Regular Mode, that is,
to record video during the time period you set with 30 FPS, Normal video quality and Normal
resolution.

Step 3: Change the setting if you want, by click on the Configure icon or double click the schedule
information.

Step 4: Click OK.
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i Schedule Configuration
i Losd ) Copymn hl?mrl‘[g 13 3 4 B 8 T & 8 W 1 13 8 W % W ¢ w w3 3 op i
B Ot il Sunday "
- [ 01 Camera 1 I Monday
i ) Tusscar
i Manday i
i Tuescday 1) Thussday
i Wednesday 0 Fricay

B Thrsday ] Ssurday

Py bsest by Dulee ) Confipuosse
+ & 04 Camora 4 |SuntTime  End Time  Recond e Cality  Raschon
0000 2358 Aays 30 Normal  Normal

lf‘ Dy M | w«hkode]

m X cancel

N o~ —

Default Holiday Week Mode Custom

Week Mode: Schedule the cameras for each day of the week differently. Besides that, you may
appoint extra holidays in Week Mode.

Default: Follow the same process to setup the schedule for every day in a week.
Holiday: You may appoint Holiday(s) on which the system will work as the setting of Sunday.

Custom: Or you can appoint a particular date(s) on which the system will work on a special
schedule different from the others.

To insert a new schedule manually

You can also setup schedules manually in Week Mode by following the same process as in Day
Mode.
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Guard

*Guard is only in IP CamSecure Pro/Pro Plus/Pro Mega.

A Ewent and Achion Configurahion

Event Action

v 0K

01 Camera 1 Action Options X cancel

&, General Motion
OF CAMOZ Carnera 2
O CAMOD3 Camera 3
OF CAMD4 Camera 4

- & Digital Input

[#] card1 nut:n
£ System

Wideo Preview

Click on the Guard bottom on the Main Console and start Event and Action Configuration panel.
You need to assign an event you want to detect and then set up an action with which the system
will react when the assigned event is detected.

. . Smart Guard Event Report
Crystal Ball: Indicates the working status of the system. _
Event Time | Event Type | Camera | Description

In blue color rolling when system is recording ; in red [8,2005/11/21 15:16:19  General Motion 9
i . {2 2005/11/21 15:16:29  Missing Object 13

when event detected. When the Crystal Ball is red, click

it can you can cancel event(s).

Cancel Event Cancel All i Close
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Event
Event Action
:
| nsert EVe nt / = ra Action Options X cancel
CAMOZ Camera 2
|7 @ camoz Camera 3
G CAMD4 Camera 4
= Digital Input
[#] card1 1nputo
& Systerm
Videa Preview
Step 1

There are three sources of events: Camera (video image), Digital input (device that connected to
you PC) and System (condition of your hardware). You can assign multiple events by following the
instruction below.

Assign a Camera event
Step 1: Choose a channel from cameras and click the Insert Event icon.

Step 2

/

Event Type Description /
I Signal Lost Signial Lost
[ Foreign Ohbject Detectforeign ohjectin defined areafs)
B Missing Object Missingibeing moved of defined object
@& Lose Focus Carmera focus lost detector
:E}Camera Oeclusion Camera blocked or damaged /Step 3
( /

[ O ) [x cancel |

Step 2: There are 6 types of events, Signal Lost, General Motion, Foreign Object, Missing Object,
Lose Focus and Camera Occlusion. Select the event you want on Event Type list and then click
OK.

Step 3: Configure the setting of the Event Type. See the following instruction.

42



IP CamSecure
Guard
Event - Signal Lost

Alatm Event Confignration gl

Basic ]

[+ Enahle Event
Life Cyele
{+ Automatic cancel eventwhen event disappear

" Manual cancel event or event last triggered

Activated Period
v Always Activated

" Activated anly in the following period

[/ ok |[x cancel |

Basic
Enable Event: Check the box to activate.

Life Cycle
Automatic cancel event when event disappears: the alarm/action will be off once the

abnormality is fixed or ends.

Manual cancel event or event last triggered: The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period: You can set the system to react during certain time period; for example, office
hours.
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Event - General Motion

Detect any movement in the defined detection zone.

Alarm Event Configuration E'

Enable Event \ Basic | agvanced |

[~
[ Enable Event
Life Cyele

Llfe CyCle & Automatic cancel eventwhen event disappear

" Manual cancel event ar event last triggered

Activated Period
|~ (+ Always Activated

AC“Vated Pe”Od / " Activated anly in the following period

[/ oK ][X Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatic cancel event when event disappears: the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered: The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period: You can set the system to react during certain time period; for example, office
hours.
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Event - General Motion

agn Alarm Event Confignration
Sensitivity e

Basic Advanced }

Alarm Event Option Video Preview

Interval \
Sensitivity: 7)7

[~ Interval: ——] ——

-
Region Definition e Region Definition

= Define detection zone

Start Simulation \ Al

I Start Simulation ]

[ 6] [ % cancel |

Advanced setting

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Region Definition: To detect General Motion, you have to define a detection zone. Left-click and
drag, and draw a detection zone. You may define more than one zone on the screen by repeat the
process.

Start Simulation: Click Start Simulation bottom and test the function on the preview screen.
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Event - Foreign Object

Alarm will be set off when an object appears in the defined area on the screen.

Alarm Event Configuration gl
Enable Event \ Basic | aavanced|
N ;
v Enahle Event
Life Cycle
L | fe CyC | e & Automatic cancel eventwhen event disappear

" Manual cancel event or event lasttriggered

Activated Period
|~ (& Ahways Activated

AC“Vated F)er-lod / " Activated anly in the following period

[/ oK ][x Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatic cancel event when event disappears: the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered: The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period: You can set the system to react during certain time period; for example, office
hours.
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Event - Foreign Object

agn Alarm Event Confignration
Sensitivity e

Basic Advanced }

Alarm Event Option Video Preview

Interval
Sensitivity: 7)7

™= Intarval: e

Region Definition 4
\ Region Definition

\ & Define detection zone
Define object size ——_] | ¢ o

Start Simulation ———— [ stomuston |

[ ok [ % Cancel ]

Advanced setting

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Region Definition: Region Definition: To detect Foreign Object, you have to define a detection
zone and define the size of the object you want to detect. Left-click and drag, and draw the
detection zone (Region 1).

After defining detection zone, check the dot right beside Define object size, and then left-click and
drag and draw an area of the size of object you want to detect.
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Event - Foreign Object

Hint: For example, if you want to prevent somebody leaving a briefcase in a hallway, you may put a
briefcase in the hallway where the camera is aiming on. On the screen of the camera, draw an area
fit the size of the briefcase and define it as the object size; and then remove the briefcase before
activate Smart Guard function on Main Console. The system will consider everything in the screen
is normal when you click Start to activate monitor function.

Start Simulation: Click Start Simulation bottom and test the function on the preview screen.
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Event - Missing Object

Alarm will be set off when an object disappears in the defined area on the screen.

Alarm Event Confignration EJ
Enable Event \ Basic | gvanced |
Iv¥ Enable Event
Life Cycle
L | fe CyC | e + Automatic cancel event when event disappear
" Manual cancel event or event last triggered
Activated Period
/ e Abways Activated

AC“Vated F)er-lod / " Activated only in the fallowing period

l/ QK ][X Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatic cancel event when event disappears: the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered: The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period: You can set the system to react during certain time period; for example, office
hours.
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oL Alarm Event Configuration
Sensitivit

Basic Advanced }

Alarm Event Option Video Preview

Interval N
\ Sensitivity: —)—

Interval: e ——

7

Region Definition
\\ Region Definition

(¢ Define detection zone

P

Define object size

Start Simulation ——f—t—Stsmiin |

(T [ K Cancel ]

Advanced setting

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Region Definition: Region Definition: To detect Foreign Object, you have to define a detection
zone and define the size of the object you want to detect. Left-click and drag, and draw the
detection zone (Region 1).

After defining detection zone, check the dot right beside Define object size, and then left-click and
drag and draw an area of the size of object you want to detect.
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Event - Missing Object

Hint: For example, if you want to prevent somebody remove the computer monitor on the desk;
draw an area fit the size of the monitor on the screen.

Alarm Event Configuration &'

Bazic Advanced ]

—Alarm Event Option 1 Wideo Preview

Sensitivity. ——— F——

Interval: e
™ lgnore Lighting Change

~ Region Definition

+ Define detection zone

¢ Define ohject size
[ Start Simulation ]

[ Ok i ’ ¥ Cancel ]

Start Simulation: Click Start Simulation bottom and test the function on the preview screen.
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Alarms you when any of the camera is losing focus and has blur image.

Alarm Event Confignration E'
Enable Event \ Basic | advanced |
i v Enahle Event
Life Cycle
|_ | fe CyC | e &+ Automatic cancel eventwhen event disappear

™ Manual cancel event or event lasttriggered

Activated Period

/ e Always Activated

AC“Vated Pe” 0 d / ¢ Activated anly in the following period

[./ oK ][X Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatic cancel event when event disappears: the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered: The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period: You can set the system to react during certain time period; for example, office
hours.
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Event - Lose Focus

Alarm Event Configuration

Sensitivity, Basic Avances |

\ Alarm Event Option Video Preview

|l’]terva| \\SEHSHMN; —
™= Interval: i
Ignore Lighting——_|

L= [ lgnore Lighting Change

Start Simulation\

—_—
I\ Start Sirmulation

o’ ok [ X Cancel ]

Advanced setting

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Ignore Lighting: Check the box to avoid alarm being set off by light changing.

Start Simulation: Click Start Simulation bottom and test the function on the preview screen.
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Event - Camera Occlusion

Alarms you when any of the camera is blocked.

Alarm Event Confignration E'
Enable Event \ Basic | advanced |
-y Gen
¥ Enahble Event
Life Cycle
|_ | fe CyC | e i+ Autoratic cancel eventwhen event disappear

™ Manual cancel event or event lasttriggered

Activated Period
/ e Always Activated

AC“Vated Pe”Od / ¢ Activated anly in the following period

[./ oK ][X Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatic cancel event when event disappears: the alarm/action will be off once the
abnormality is fixed or ends.

Manual cancel event or event last triggered: The alarm/action will continue until being cancel
from the Main Console (Start>Open Event Report>Cancel All). Therefore, when the user is
currently not at seat watching the screen he or she will be notified by the alarm.

Activated Period: You can set the system to react during certain time period; for example, office
hours.
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Guard
Event - Camera Occlusion

Alarm Event Configuration

Basic Advanced }

Sensitivity.

T

Interval \\ Sensitivity —— f——

Interval: —— ——t
Ilgnore Lighting/

Alarm Event Option

|~ lgnare Lighting Change

Start Slmulatlon\

’ Start Simulation

Wideo Preview

liv”

oK [ XK Cancel ]

Advanced setting

Sensitivity: Click and move the control bar to the right to increase sensitivity, that is, a relatively
small movement will trigger the alarm. Move to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the

breeze.

Interval: Click and move the control bar to the right to increase interval time, so that the alarm will
only be triggered when the movement lasts longer. Move to the left to reduce the interval time.

Ignore Lighting: Check the box to avoid alarm being set off by light changing.

Start Simulation: Click Start Simulation bottom and test the function on the preview screen.
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Guard

Event - Digital Input Event

— /

4k Event and Actiion Configuration

Ewent Action

)

=G CAMO1 Camera 1 Action
'8’ General Mation

Ok CAMO2 Camera 2
OF CAMO3 Carmera 3

/

Step 2

Ok CAMO4 Carnera 4

Options

Select Digital Input Module

EafDigital Input
[#] card1 Input:0 /0 Module Input Pin
[F System B;d.l/ 1 (gwitch)
" [rard1 2 (Input 2)
/ cardl 2 {Input 3)
cardl 4 (Input 4)
all cardl 5 (Input 5)
cardl & (Input 6)
cardl 7 (Input 7)

X Cancel

Step 1: Click and highlight Digital Input on the event type list and click Inset Event icon.

Step 2: Select the device that connected to your system, that is, the PC you are working.

Basic Setting

Enable Event: Check the box to activate.

Life Cycle

Automatic cancel event when event disappears: the alarm/action will

be off once the abnormality is fixed or ends.

Manual cancel event or event last triggered: The alarm/action will

continue until being cancel from the Main Console (Start>Open Event

Report>Cancel All). Therefore, when the user is currently not at seat

watching the screen he or she will be notified by the alarm.

Alarm Event Configuration

Basic

Iv Enahle Event
Life: Cyile
 Autornatic cancel eventwhen event disappear

& tanual cancel event or ewent [ast riggered

Activated Pariod
& Always Activated

 Activated only in the following period

Activated Period: You can set the system to react during certain time period; for example, office

hours.
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Event - System Event
Event Action
[N} & 0K
£ Options e
i ’ (X cancel |
+-[#] Digital Input

| [ system Select Event

Stepl _—17]

Event Type
Disk Space Exhausted

Description
Disk space is exhausted

/
/

Step 2

Step 1: Click and highlight System Event on the event type list and click Inset Event icon.

Step 2: Select the Event Type (Disk Space Exhausted) and then click OK.

Basic Setting: for Disk Space Exhausted
Enable Event: Check the box to activate.
Life Cycle

Automatic cancel event when event disappears: the alarm/
action will be off once the abnormality is fixed or ends.

Manual cancel event or event last triggered: The
alarm/action will continue until being cancel from the Main
Console (Start>Open Event Report>Cancel All). Therefore,
when the user is currently not at seat watching the screen he
or she will be notified by the alarm.

Activated Period: You can set the system to react during
certain time period; for example, office hours.
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¥ Enable Event
Life Cycle
" Automatic cancel eventwhen event disappear

+ Manual cancel event or event lasttriggered

Activated Period
v Always Activated

i Activated only in the fallowing period

v Ok | ’ X Cancel ]
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Guard

Action

Insert Action: To setup actions responding to an unusual event.

o - e 7
i Event and Action € annguration I |

K

 Event Actian
RRORE —rglaged|a 4
Step l e CAMDL Camera 1 Action Options K Cancel

! & General Mation [on Screen Display
& Digital Input

[ Systam ‘Select Motification Action
Action Type Description
0 Play Sound Play Sound
B Send E-Mail Send E-Mall
Phane Call Phore Call
+§+PTZ Preset Go PTZ Preset Go

St e 2 ‘@'S\gmal Digital Output Signal Digital Output
p BdlSend a SMS message  Send a SMS message

oy
\ [BdSend to Central Server  Send to Central Server

o 7

Step 1: Choose an event and click the “Insert Action” icon.

Step 2: There are 6 types of actions: On Screen Display, Play Sound, Send E-mail, Send SMS
Message, PTZ Preset Go and Signal Digital Output. Select the action you want on Action Type list
and then click OK.

Step 3: Configure the setting of the Action Type if needed.
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Action - Action Type

On Screen display: A red warning will be flashing on the screen of Main Console, indicating which
type of unusual event is detected.

Play Sound: Sound alarm warning. Choose a Wave file (.wav) and the system will play the sound
as alarm when an unusual event is detected.

Send E-mail: The system will send an E-mail immediately to given accounts indicating the type of
event, the time, and attaching a picture taken while the event is detected. To give the system the
E-mail accounts, go Config > Setup > Hotline. See Config section for detail.

Phone Call: The system will call a given phone number when an unusual event is detected. To
setup the phone number and make an audio record for the phone call, go Config > Setup > Hotline.
See Config section for detalil.

PTZ Preset Go: The PTZ (pan/tilt/zoom) camera will go to a preset point or auto patrol when an
unusual event is detected.
Please follow below steps to setup this function.

Step 1: Choose an event and click the “Insert Action” icon.
Step 2: Select the “PTZ Preset Go” action and then click OK.
Step 3: Set the action of cameras which you want to be trigger by events.

For example:
Set the aCtIOI’l Of camera 1 P'IZ Camera Preset Go
1. Choose camera 1. I eamem cAta camera ) %] 1P Gamera

- Atar
+ Preset " Patrol

2. Set the start and end preset points.
3. Select the Life Cycle. ; =
4. Click on Add. -

Set the action of camera 2: ]

N)

&+ Stop PTZ action when event disappear

5. Choose camera 2. o L
6. Set the start patrol and end patrol. j :
7. Select the Life cycle ui . R
8. Click on Add. B [
9. Finally click on Ok to save all setting of TR SR prESETgE TR ] s8cana
cameras. [ o ] l o ]
Note: You need to configure your PTZ camera before T TP VP [ = e

using this function.

(/o ] (X o]

Signal Digital Output: Triggers traditional alarming devices that connect to the system, such as
alarm lights and sirens.

Send a SMS message: The system will send a SMS message immediately to given accounts
indicating the type of event, the time. To give the system the GSM modem, go to Config > Setup >
Hotline. See Configuration section for detalil.

Send to Central Server: The system will send an Event to Central Server. The detail please refers
the user manual of Central Management System.
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Remote Live Viewer

Configuration

sk Setting
SaveflLoad Configuration

B Log viewsr
B Backup

MNetwiork Service

Abhout MainConszale,

Config

Modify the setting and access counting application, log viewer, backup, and network services.
Click on the Config icon, select from the drop-down menu and open the Configuration panel.
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Config
Setting — General

Startup —_

Panel Resolution

DDNS Service \

Automatically d
Popup Event Report

Genaral lCamera] 110} Device] il Conﬂg] Hotline] UserAccount] Address Elook] MonitorDispIay] Jo\,rstick]

= Startup
[~ Main Consaole

™ Schedule Recaording System
[~ Smar Guard System

[~ Counting Application

[ Live Streaming Server

[~ Remaote Playback Server

Storage Status Display
Location v Currant Date
C:\Program FilesiLevelOnelIPCa.. . v Current Time

v Free Disk Space
[~ IP Camera Bitrate
¥ CPU Temperature

v Autormnatic Recycle

+ Celsius Degree

™ 3GPP Server Recyele Range ,m " Fahrenheit Degree
[~ Remate Desktop Server v CPUFan Speed
[~ KeepVideo days
[~ Central Management Service [ User Defined Text 1
v Keep EventLo T days
[~ Full Screen & = ¥
wum Login W KeepSystemiog [14  days I~ User Defined Text 2
¥ Keep Counting Log W davs ,—
\Wlution AUOFt v
- Audio Preview Auto Rehoot
DDME Service
Default Gharnel  |(NotUsed) = [ Enahle Auto Reboot
Mizcellanies
A1 i [~ Preview Active Channel Every y
[ Automatically popup event report
yalume —J— at !
I« oKk | ’ K Cancel ]

Startup: Check the box and activate the functions as the system starts. You may start/stop the

function in Monitor panel

on the Main Console.

Panel Resolution: Set up the resolution of the control panel. You may select Auto Fit to have the
system choose the best one for you.

DDNS Service: Dynamic Domain Name Server (DDNS) function
allows you to monitor with IP cameras even if you have a

dynamic IP address.

Click on the DDNS button to obtain the Dynamic DNS Setup
panel. Set up the DDNS function by selecting the provider type,
filling in user name, password and hostname, and adjusting the

update period.

*DDNS Service is only in IP CamSecure Pro/Pro Plus/Pro

Mega.

" Dynamic DNS Setap
Frovider |DtDNS ~|
User name |
Password |
Hostname |
Update period f———— 16 minutes

W OK ] ’ X Cancel ]

Automatically Popup Event Report: Check the box to receive popup reports when there are

events detected. Make sure to stop Smart Guard System before you modify the setting, otherwise

the modification will not
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Genaral ]Camera1 110} Device] il Conﬂg] Hotline] UserAccount] Address Elook] MonitorDispIay] Jo\,rstick]

-~ Btartup- |~ Storage - Status Display H
= . | Storage Location
SO Location
chedule Recording Systern | :
2 C:\Pragram Files\LevelOnelIPCa, . urrent Time
[~ Smar Guard System ¥ Free Disk Space
[~ Counting Application [~ IP Camera Bitrats
[~ Live Streaming Server ™ CPU Temperature o Automatic RecyCle
[~ Remote Playback Server % Automatic Recycle W
" Fahrenheit Degree H
[~ 3GPP Server Racycla Range ,m T Keep Video

[ Rerote Deskiop Server v _CP
|

I~ Keepvideo days "
[~ Central Management Serice [~ User Defined
¥ KeepEventLog |7 days Keep Event I_Og

[~ Full Screen
[ Auto Login Satun v Keep System Log |14 days ned Text 2
¥ Keep Counting Log |90 days ]
Panel Resolution |Auto Fit - _ | | Keep System LOg
- Audio Preview Auto Rehoot = |
DOME Service —
Default Ghannel  [(NotUsed)  ~ [ EliE A G cron: Keep Counting Log

i Miscellanies ]
: [~ Preview Active Ghannel Every |0 "
[ Automatically popup event report
volume —0———————— J~ at |1z:008m ;

L\/ 0K | ’X Cancel]

Storage Location: Assign the path and folder in which the system saves the files.

Automatic Recycle: The system will automatically delete the oldest file when the storage space is
low.

Automatic Recycle: The system will automatically delete out-dated data and save storage space.
Keep Video: Deletes the video records older than the number of days set.

Keep Event Log: Deletes the event log data older than the number of days set.

Keep System Log: Deletes the system log data older than the number of days set.

Keep Counting Log: Deletes the counting application data older than the number of days set.
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Setting — General

Genaral lCamera | 110} Device] il Conﬂg] Hotline] UserAccount] Address Elook] MonitorDispIay] Jo\,rstick]

Startup Storage Status Display
[~ Main Consaole
e R et et Q v Current Date
chedule Recording Systern :
2 C:\Program Files\LevelOne\IPCa. ., v Current Time
[~ Smart Guard System ¥ Free Disk Space
[~ Counting Application [~ IP Camera Bitrate
[~ Live Streaming Server v CPLU Temperature
& :
[~ Remote Playback Server [ Automatic Recycle Celsius Degree
" Fahrenheit Degree
[~ 3GPF Server Recyile Range ,m :
[~ Remote Deskiop Server ) ik e
[~ KeepVideo days u Defined Test 1
[~ Central Management Service | ELlserleinediy
Iv Keep EventLog T days ’—
[~ Full Screen "

[~ Auto Login iiaeicnstemBog 14 |jHays [~ User Defined Text 2
v Keep Counting Log (90 days
Panel Resolution |Auto Fit b
- Audio Preview Auto Rehoot
CDME Service

Default Ghannel  |(Not Used) [ Enabiesiriesest

Mizcellanies
) [~ Preview Active Channel Every J
[ Automatically popup event report
volume —0——————— J_ at J

|\/ 0K | ’X Cancel]

Audio Preview: Assign the audio channel to preview and the sound volume.

Status Display: Select which information you want to show on the information-display on Main
Console.

MNowv 10
20:49:40
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Config

Auto Reboot

Check the option of “ Enable Auto Reboot ” that you can reboot the system on the time you select.

Step 1: Check the option of “ Enable Auto Reboot. ”
Step 2: Select the time you want to reboot.

Auto Reboat |—1EDDAM »~
01:00 AM 1l
v Enable Auto Reboot 02:00 Ak
[ Userlnzpo am
04:00 &AM
Every |Day j 05:00 AM
Day 0F:00 A
A Isunday At RepD7:00 &M
Monday 03:00 Ah
v Enal09:00 AM
——Tuesday — 10:00 A
Wednesday 11-00 AM
" |Thursda 1 Bvery | - '
G ¥ AL 12:00 PM v
riday | at - -
ep— iy — 12z00aM -
& T - E
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Setting - Camera

i Setting

X

General Camera ] D Device ] FTZ Config ] UserAccnunti Monitar Display]

e each f nsert &g Delete | @A Contig
e — B ACAnM01 WCS-2060

Camera List

Camera Name

T~

Goto Web Interface\ - Camera Parameter -~ (SD Setting -

]wcs-zuau ¥ Enahle
i Show Date | 2007/02/27 v]
Camera Settings \\\ ¥ Show Date
Iv SholTime |am10:24:00 -
- e 3
Vldeo Parameter \5\ ¥ Show Camera Number

Camera Settings [~ Show Camera Name
Yidea Pararmeter v Tranglucent Al Al

[./ oK, J [x CanceIJ

OSD Setting

Camera List: The camera(s) connected to the system will show on the panel, click the name of the
camera to adjust the setting.

Camera Name: Name the camera for your convenience.

Goto Web Interface: Go to Website interface to configure the camera setting.

Camera Setting: Adjust the camera parameters in the camera setting dialog.

Video Parameter: Adjusts the video’s brightness, contrast, saturation, and color hue values.

OSD Setting: Select what you want to put in the On Screen Display, showing on the sub-screen of
the camera.
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Setting - IP Camera

A Setting
General Camera ]IIO Device] PTZ Conﬂg] UserAccounti MunitorDispIaH

5 Search 5 Inert P Delete | @9 Confiz

/ B4 CAMOIANCS-2060

Search
Delete

Config

-~ Camera Parameter

WCS-2060

05D Setting
v Enable

(¢ ShowDate |2007/0227 =
[v ShowTime [am10:2400

¥ Show Camera Number

v Translucent Anply All

[~ Show Camera Name

[/ QK ] [x Cancel]

Search: Click on the Search icon to obtain the Search IP
Camera panel. The system will start scanning automatically
once the panel is opened; feel free to stop scanning by
clicking on the Stop Scan button.

Fill in the user name and password for each IP camera found
and click OK to add it to the camera list.

Search [P Cameras X

IP Camera Search Completed Start Gcan

P Wendar Model MAC

IP Camera Option

Camera Name |

User Name
Password

Insert: Click on the Insert icon to obtain the IP/Video Server Setting panel and add IP cameras to

the list.

Delete: Click on the delete button to remove the selected IP camera(s) from the system. Click OK

to finalize the modification.

Config: Click on the Config button to obtain the IP/Video Server Setting panel. You can modify the

IP camera settings with the Setting panel.
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Setting - IP Camera

IP/Video Server Setting panel

IE Camera ! Yideo Server Setting g|

)Jetwnrk

/ Mame: ]
Network P Address; | . : . ™ Use DNS

Http Part: 130

User Marme: ]

Passwiord: I

\ Pratocal: C TP 6 UDP ¢ HTTP

= Device

‘endor: LevelOne _:] Auto Detect

Carmera Model: [

Device

Description \ Carnera; T et -
NG

~Description -
“ideo Codec: MJPEG MPEGS
Audio Codec: G.722.1 G.7294 AAC
Camera:1, D1, DO:1

Vo ] [X caea ]

Network: Fill up the Network field (including Name, IP Address, Http Port, User Name, Password
and Protocol) referring to the instruction provided by the manufacturer. Check “Use DNS” to use
domain name instead of IP address.

Device: Choose the manufacturer of the IP camera from the pull-down menu. Click on “Auto
Detect” and the model name will be shown in the box.

Description: Shows information of the IP camera.

67



IP CamSecure
Config
Setting — IP Camera

X

i Setting

General Camera 1IIO Device1 B Conﬂg] UserAccuunti MoniturDiSplaH

i Search i Insert P Delete | [ Confiz

Camera List Iy i P4 AVI01 1A/CS-2060

Camera Name

N

Goto Web nterface\\\

' o Paramet 08D Setting -
Camera Settlngs — amera Parametar etting

- ]W ¥ Enable
_ W BhowDate |2007/02i27 =
Video Parameter __| [aiozenn <]
L] W BhowTime |AmMi0:24:00 -
Eoto Weh Inter:
W Bhow Carmera Nurrber

Camera Settings [~ Bhow Camera Mame
wideno Parameter W Translucent Apply Al

[/ oK, J [x Cancel]

OSD Setting

Camera List: The camera(s) connected to the system will show on the panel, click the name of the
camera to adjust the setting.

Camerz_;i Name: Name the camera for your Camera Settings [3_<|
convenience. —
o Image Quality

Goto Web Interface: Go to website interface to
configure the camera setting. Frame Rate; ————] 30
Camera Settings: Set the camera parameter offered by Quality. ——— f=—— MNormal
camera vendor. .

Resolution: ———— F— 320x240

Video Parameter: Adjusts the video’s brightness,
contrast, saturation, and color hue values.

<  OK ’x Cancel ]

OSD Setting: Select the information that you wish to
see in the on-screen display, or the sub-screen of the

camera.
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Device Setting

General ] Camera 1O Device IPTZ Config } User Account MUmIUrDlSp\ay]
. / 10 Device Setting . Digital input'output pins of selécted O module
Module Settin g Madule: [2010 Name: [0utout0 Typs: [NIO |
Modify
Device, | _J Pin Marne Signal Type:
= (=) (x} Input 0 (e}
ID: Do0 Output 0 NJO
List of devices ~—__
[ Module Device his]
§ 2010 IP Camera
Digital Input Manitar Digital Quput Simulation
. //Cg) Cn)
Input Monitor \
X Cancel

Output Monitor

Module Setting: Name the module device and ID that has been connecting the digital input/output
device(s) to your system.

Device: This column displays the device(s) already installed to the system.
ID: Select the number of the 1/0 port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is in red. By triggering the digital input device,
the related icon will light up. This is used to check if the device is correctly connected or not.

Output Monitor: The device(s) is turned on if the dot is in red. By clicking on the icon, you may
trigger the digital device connecting to the system. This can be used to test if the output device is
correctly connected.

Device Setting
Name: Insert the name of the device (input and output).
Type: Select the device type from the drop-down menu. N/O represents that the digital signal is
on in normal condition; N/C represents that the signal is off in normal condition.
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Setting - PTZ Config

General] Camera1 110 Device  FTZ Confiy ]Hotline] UserAccuunt] Address Buok} MonitorDispIay]

BaSlC Settlng Basic Setting
& CAMO1 2010
B CAMIZ wrs-2060 Carnera Model:
Com Part: ?
Baud Rate:

Advanced Setting __|

\\ Address: g
Advanced Setting
Pan Speed:  ——————fF— 3
Tilt Speed:  ————f— 3
Zoom Speed:  ———F—— 0

Auto Pan Speed:  — FH———— 2

l/ OK I [X Cance\]

Install the PTZ camera following the instruction of the manufacturer. The PTZ camera is usually
connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a PTZ camera.

Basic Setting: Select the camera model, com port, baud rate, and address according to your PTZ
camera.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed and auto pan speed.
Adjust the settings by dragging the bars.
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Setting — Hotline

General] Camera] o Device] PTZ Config Hotline | User Account | Address Book{ MonitorDispIayi Joystick1

E-Mail -Telephaone

*SMTP Server. | Modem: | =l
*E-Mail Sender: | Wave File: | AL
E-Mail Subject | Automatic hangup after | 30 sec

Body Content: -

Make Test Phone Call

Phone Mumber: |

[~ SMTP server needs authentication -GSM modem

.t Port:
Send Test Mail
M5

Test Connection

[/ 0K l |)( CanceIJ

*Hotline is only in IP CamSecure Pro/Pro Plus/Pro Mega.
Configure the settings of hotlines, including E-mail and telephone calls, once an unusual event is
detected.

E-mail: Input the following information: server, sender’'s E-mail address, E-mail’s subject title, and
body content. You may click on the Send Test Mail button to test the settings.

Telephone: Select the modem that the system is going to dial the info call with, and then insert the
phone number.

Note: You may select a Wave format file; it will be played in the phone to alarm the person who
picks up the phone call.

* indicates mandatory areas
GSM modem: Select the Port and set Baud Rate of the GSM modem device, then enter PIN code.
You can setup the interval of send SMS message and enter the words which you want to send.

After all setup, you can click on Test Connection to send test SMS message.

Note: The interval is set to restrict the period of two SMS. If you set as 60 min, the SMS between
60 min would be deleted and didn’t send to user.
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lﬁf Setup E'
General | Camera | 0 Device | PTZ Config | Hotiine UserAccount | Address Book |

-User Account Setting
Mame Group Description

Marme: & admin adrmin adrninistrator

Group:

Crescription:
Fassword:

Fassword Confirm:

[~ Disable User Account

Privilege:

ﬁ IMain System

[ Excute Main System

O schedule Start/Stop

O Smart Guard Start/Stap
[ schedule Setting

O Smart Guard Setting

O FTz contral

[ system Setting

O Counting &pplicatian

O Live Streaming Server
[ remoate Playback Server

|

| £

Add

’J oK ] ’x Cancel]

User Account: The administrator may manage the user accounts here. From the list on the right,
highlight each account and modify the privilege setting.
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Setting - Address Book

X

o Setting
General] Camera] [Ile] Device] PTZ Conﬂg] Hotlinel UserAccount  Address Book ]

Flease input the name and cantact information

Name:] Phone: ] E-Mail: ]

Description: J

Clear

Contact persons
MName Fhone E-Mail Description
& Michael 555-1123125 mike@hatline.com

(/o ] [X omea ]

*Address Book is only in IP CamSecure Pro/Pro Plus/Pro Mega.

Address Book: Manage the address book from which you want to give a call or E-mail when an
unusual event is detected.
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Setting

Monitor Display

Playback Option Cameras List

General | Camera | 0 Pevice | PTZ Config | Hp ne | Useraccoult| Address Book Manitor Display

¥ Run Playback on Secondary Monits
Primaty | Secondary |

Aut n
01 Camera 1 | “E01 Camera 1 \ ~ Auto Sean uto SC a
S e Fimay vl [ <
04 Camera 4 & 04 Camera 4 Secondary Channel | (Mot Used) =
FF05 FCS-3000 & 05 FCS-3000
@ 06 FCS-1050 g06 Fos-1050 Autg-sean Intereal | 2 SEL. L ayo u t
@07 FC5-1010-01 & 07 FCS-1010-01
g 08 FC5-1010-02 “E 08 FCS-1010-02 A
09 WCS-2010-v2 & 09 WCS-2010-v2 y 1
@ 10 FC5-1030-v1 @ 10 FCS-1030-v1 e Type | &vm =
g 11 WCS-2010-v1 B 11 WICS-2010-v1
& 12 FCS-1030-v2 E 12 FCS-1030-v2
& 13 WCS-2030-v1 & 13 WICS-2030-v1
& 14 WCS-2030-v2 & 14 WICS-2030-v2
@ 15 \WCS-2030-v3 & 15 WCS-2030-v3
g 16 FCE-1040 & 16 FCS-1040
i 17 WCS-2040 & 17 WiCS-2040
g 18 FCS-1080 ‘18 FCS-1060
g 19 FCS-1070 & 19 FCS-1070
20 WCS-2070 1 20 WICS-2070

[./ OK ] [x Cancel]

Playback Option: Execute Playback on the secondary monitor by checking the box. Make sure to
adjust the display setting of your computer in advance to avoid system error.

Cameras List: The left side displays a list of all cameras; modify the cameras shown on primary/
secondary monitor in the right window.

*The dual monitor is only in IP CamSecure Pro/Pro Plus/Pro Mega.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the display screen.

For instance, you may select to show only 4 sub-screens on the main console while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by turns. You can set up a primary channel that will always be on the screen and a secondary

channel that has secondary priority.

Layout: Choose the number of divisions for NxN division on the Main Console screen.
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Save/Load Configuration

The Save/ Load Configuration function allows I Setting
system users to save any specific setting as a cfg
(config) file. You may save up several different cfg
files at any time.

SavefLoad Configuration B Save
& Load

B Log wiewer

Save Configuration: To save a specific setting,
go to Config > Save/ Load Configuration > Save. Backup
In the popup window, type in the file name and

. . Metwiork Service
then save it as a cfg file.

dbhout MainConsale. ..
Load Configuration: To load a specific setting, go
to Config > Save/ Load Configuration > Load. In the popup window, go to the directory that you
saved the cfg files at, select any one of them and then click OK to load the file.

Video Source

When you use LevelOne CamCon Capture Card series , like FCS-8004, you need to set up your
video source before you start to activate schedule recording .

X

Video Standard:

Video Resolution: |54|:|x2¢|:| j

v  OK | X Cancel|

Video Standard: Select the Standard that you apply, from NTSC and PAL.

Video Resolution: Select the resolution you want, from 320 x 240, 640 x 240 and 640 x 480.
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Counting Application

’ Wideo Preview
O & camoz (Camera 2)
O [ CAMO3 (Camera 3)
Ste P 1 O &) CAMO4 (Camera 4)

Step 2

Step 3 Operation Options Runtime Result
\\ « Define detection zones 1 Way Counting Iv Shaw counting result In 1]

|~ Define ohject size + 2\Way Counting v Show object bounding box Qut 1)

Sensitivity ~—— F—— Reset every |1 hour -

Start Simulation Star Simulaton ¥ o ] [X ooel ]

/

Options Runtime

*Counting Application is only in IP CamSecure Pro/Pro Plus/Pro Mega.
Step 1: Check the box of the camera to apply the Counting Application on it.

Step 2: In Operation section, define the detection zones you want. Drag the cruise to draw Region
1 and Region 2

Step 3: Define the object size on the screen. Objects in the size going across these two Regions
will be counted.

Options: 1Way Counting will take objects going from Region 1 to Region 2 as one count. In 2 Way
Counting mode, it counts either going from Region 1 to Region 2 or Region 2 to Region 1.

Runtime: Check the boxes to show the counting result on the screen or/and show object bounding
box, which draws the shape of the object that the system detects in red squares. You can choose
from the full-down menu of how long you want to reset the counting number.

Start Simulation: Click to test the setting.
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Log Viewer

*IP CamSecure Lite32 only has System Log option in Log Viewer.

Unusual Event |S’vs1!m Log | Counder Appaication | Caunder Apglication (Diagram |
Ste p 1 Lo Type: [a1l > Dwice] =l
Date; [ WowL 1005 w %]
. o J» O
| [FuoTime Comen Dexagion
20051111 212412 General Motion 1
0051111 21 Ganera I Motion 1
05NN L4143 General Motion 1
St e p 2 00511 21:42:33  General Motion 1
M

Step 3

Unusual Event: You can check out the history of Unusual Event that had been detected by Smart
Guard System.

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all
types of events.

Step 2: Choose from which camera you want to check the event(s) or select “All” for all the
channels available.

Step 3: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, mark the box right after “Date” and indicate the date
you want to check.

You may also point out two different time points and search for Unusual Event between them. Mark
the box in the Date &Time column and then enter the date and time.

Step 4: Click Search
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Log Viewer

Step 1

Step 2 =———]

M Viewar

Ungsual Event  Swstem Log |-:uurﬂerﬁmh:ahun§ Courder Application (Cuagrams) |

Log Type m =l
[ Daw: [[2]Hovi1 2005 v 3]
[~ DatesTime; |1 e L (] | 2] | Eearch
i Ldodiad 2 /]
Eveal Tine Ewind Topa Descnphon

00511 33048
008N 33045
20051141 Xd0es0
CE1AT H4115
00BN 314238
2005H1A 1 a0
200580111 J3I0M

Gtaf Live Sireaming Senver
Star Romiole Flayhack Sarmr
bl ity Sirici] Gusdad

Stael Srnar Guard

Etop Smard Guard

Bogp Live Streaming Eenver
Stop Remole Flayhack Sarer

Step 3

System Log: You can choose the log type from the drop-down menu, following is a complete list of

all log types:

User Login

CoNorwWNE

Main Console Startup
Main Console Shutdown

User Login Failed
Start Schedule
Stop Schedule
Execute Recycle
Execute Backup

. Enable Channel

10.Disable Channel
11. Start Smart Guard

12.Stop Smart Guard

13. Modify Smart Guard
14.Modify Schedule

15. Modify Configuration

16. Start Live Streaming Server
17.Stop Live Streaming Server
18. Modify Live Streaming Server
19. Start Remote Playback Server
20. Stop Remote Playback Server
21.1P Camera Connection Lost

Stepl: Choose the type of event you want to check or select “All” on the pull-down menu for all

types of events.

Step 2: You can either view the events on a particular date or during a given time period. To search
and view Unusual Event on a particular date, check the box right after Date and indicate the date
you want to check. You may also point out two different time points and search for Unusual Event
between them. Mark the box in the Date &Time column and then enter the date and time.

Step 3: Click Search.
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Log Viewer - Counting Application

Counting Application:
Display the history of Counting Application during a given time period.

=
Unusual Eveml Systern Log  Counter Application | Counter Application (Diagram) |
Channel IAII o
Date: |7 2005Mov A0+ 2
Date&Time: “- 2005Mov/21 0135 Fi [+ 5 10 ||_ 20050 /21 0135 PM [+ O -
Event Time [ Device [ In Out 5|
2005/11/10 02:00:00 CAMERA 0 o
2005/11/10 02:00:00 CAMERA 1} o
2005/11/10 04:00:00 CAMERA 1} o
2005/11/10 05:00:00 CAMERA 1} o
2005/11/10 06:00:00 CAMERA 1} o
2005/11M0 O7:00:00 CAMERA 1 0 o
20051110 08:00:00 CAMERA 1 1) o
20051110 09:00:00 CAMERA 1 5 2
200511110 10:00:00 CAMERA 1 10 4
200511110 11:00:00 CAMERA 1 17 13
200511110 12:00:00 CAMERA 1 8 9
20051110 13:00:00 CAMERA 1 5 pal
20051110 14:00:00 CAMERA 1 9 a
200511110 15:00:00 CAMERA 1 i 16
20051110 16:00:00 CAMERA 1 " B
200511110 17:00:00 CAMERA 1 i 10
20051110 18:00:00 CAMERA 1 3 13
200511110 19:00:00 CAMERA 1 2 14
200511110 20:00:00 CAMERA 1 1 2
20051110 09:00:00 CAMERA 1 1) o
200511110 10:00:00 CAMERA 1 1) o
200511110 11:00:00 CAMERA 1 1) o =l

Stepl: Select the channel you want to check or select “All” from the drop-down menu for all
channels.

Step 2: You may view events happened on a particular date or during a given time period. To
search and view unusual event happened on a particular date, mark the box right next to “Date”
and indicate the date. You may also point out two different time points and search for unusual
events happened during the period. Mark the box in the Date&Time column and then enter the date
and time.

Step 3: Click Search.
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Log Viewer - Counting Application (Diagram):

Counting Application (Diagram):
Display the Counting Application data in diagram format.

"Lng Viewer i 1ol =]
Unusual Eveml Systermn Lngl Counter Application  Counter Application (Diagram) ]
Channel. |CAMERA 1 ~| Period |One Day _:] Date: [200500v/10 ~ %
Search

2005M11/10 In

12 3 45 67 8.91I]1112131415181718192021-222324

Stepl: Select the channel you want to check or select “All” from the drop-down menu for all
channels.

Step 2: From the drop-down menu, set up how you would like the diagram to be displayed. You
have the options of one day, one month, or one year.

Step 3: Select a specific date to make it the start point of the diagram.

Step 4: Click Search.
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Backup

The backup function saves video record and other log information. User may open backup files
on any PC with Windows Operation System and operate the full function Playback panel on it.
Follow the instructions below to obtain backup files.

Bl R £8% - Backup
Backup  Help

,;w MNew Period Remave Period |Ehl Backup | | Delete

/ Start Date Time End Date Time Camerafs) Size
Ste p 1 _[A200510/28 F4F 112010 200540423 E2F 11:21:52 1,234 1,429KE

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

Diate Time Period ~Video Preview

[T e %
Record Date -
Step 2 8 Zoos/oa01 Stan Tima: |06/ 8/ 1 élluuua | FF Enable Previow
End Time: [2006/ 8/ 1 ﬁl]l o i ”

-~ Belect Camerals)

116|172 |
i ||| we|wr|xal
pral| 1] 5 12 3 13| 4] 3 15] % 18]

allows multiple channels h’_ﬂl Divsarlivct All I

[ Camera s
B Camera 2
5 camera 3
[ camorad
[ camora s
5 camera®
[ Camera 7
5 Camera & -
— . o
Rieornd Abwirys
Fubrd Moving X Cancel |

Step 2: From the record date section, select the date you want to backup from. You will see color
lines appear in the time table implying available data recorded. Red, green, and blue stands for
record always, record on motion, and record on event data files, respectively.
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Backup
Step 3 Step 5
p D Tute Seaich Diakog - Biorwin Hode
[= %% recordiam | Date Time Periad ~Videw Previrw
W Stan Tima: ;uwsrléﬂllumw 5
End Time: W&H;ﬂlluyﬂ? =
~Sulect Camera(s)
116|172 |
/mxslwlxﬂxelel'xsl :
/ 20| 0] 2] 2] 23] 14| 218|218 -
Step 4 aows multiple channels  SelectA I o.mlmul N
pr o P R R S S S AP SRR A S R,
| Cameral
B Cameraz [ | j
5 camera 3
3 camerad
i camera s
i camerat
i Camera 7
5 camerag ! | _":'
el ]| % owea |

\Step 6

Step 3: Select the data you want to backup by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 4: Click on the camera number icon to add camera(s) or click Select All to add all the
cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you select.

Step 6: Click OK when the settings are complete and go back to the Backup panel.
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Backup
B 5 £ 5 - Backup [=(E3]
Backup  Help
J':J Mew Period eriod ,, Backup x| Delete
Ste p 7 DR Tine End Date Time Cameras) Size

_@2005#10.&8 EF 11200000 200510028 B 11:21:52 1,234 1,425KB

Step 7: Click the Backup icon and you can see the size of the file.

Step 8: Choose the path you want to save the file or, burn the file into a CD (direct CD burning for
Windows XP only).

Step 9: Select which log information you want to backup (Event Log, System Log and/or Counter
Log) and then click OK.

X

Backup
Step 8 Sumary

Total backup data size: KB

Media
\
(%) Backup using CO/DWR Wiriter

() Backup an HardDisk
| | B |

Ciptian

Step 9

[#]Backup Event Log
Backup Systern Log
[¥] Backup Counter Log
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Delete recorded information from the system

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

E Backup System
Backup  Help

B /_F) MNew Period

/ Start Date Time End Date Time Camerals) Size
Step 1

Step 2: From the record date section, select the date you want to delete the file from. You will see
color lines appear in the time table implying available data. Red, green, and blue stands for record
always, record on motion, and record on event data files, respectively.

Step 3: Select the data you want to delete by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 3

=52 Record Date ~Date Tims Period

~Widen Previ
Step 2 i TR Start Time: [20067 8 1 = [140.08 =] [ Enable Preview
Elism =
End Tima: [20067 67 1 = [1434m2 =)

- Select C;
\ 1418|1732 |
&q’:\xn\xﬁlxﬁlx?lxﬂ\
»x0 % 11| %12 % 13] % 4] % 18] %18
~—

allows multiple channels ?Eﬂ Deselact All

S~ \
[Ozooememi[s 7 28 a8 s s e e bl
fH camerat N i
[ Camera 2 [H |
fH cameraz
fH camera 2
3 cameras
& camera &
5 camerat
fH cameras

<

Record Atways

Record Moving
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Step 4: Click on the camera number icon to add camera(s) or click Select All to add all the
cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you select.

Step 6: Click OK when the settings are complete and go back to the Backup panel.

-5 Record Date ~Date Time Period “Video Previ
2006,/08,01 Ste p 5

= | = | ¥ Enable Preview
Start Time: |2008/ 8/ 1 —| 14.09:48 =
= =
End Time: [2006/ 8/ 1 = 14:34:02 =
[~Select C
116 |17-32 | -

RSN o e O

i
/ ¥ 8 | %0 X 11| w1z w13 x 14| % 18] % 18] 8 Y

/ 2006/08/01 14:09:53

Step 4 allows multiple channels Select All | Deselect All ‘

L P R T T T
[ camera1 -
fH Camera 2 [
f camera
i camera 4
A cameras
A cameras
B camera7
B camerag =
< of
Racqrd Ak :
Step 6 Record Moving « OK || X cancel

Step 7: Click on the “Delete” icon and delete the data.

"] Backup System M=%

Backup Help
- New Period ! @ Backup \ﬂ Delete

Start Date Time End Date Time Cameralz) Hize
jZDDE"lD.GS F 112010 112152 1,234 1,420KB
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Network Service

There are 5 types of network services: live streaming server, remote playback
server, 3GPP service, remote desktop and central management. From the Main
Console, go to Config > Network Service to obtain the Network Service panel.

*IP CamSecure Lite32 only has Live Streaming and Remote Playback in

Network Service.

Live Streaming Server

When starting the live streaming function of your computer, you allow other people
to log on to the specific computer and view cameras that are connected to it. As
system administrator, you are able to monitor these accounts in order to maintain

the system efficiency.

Live Streaming Server — Main

=

Central
Management

On Live Streaming Server panel, you can see the clients who are currently logging on to your
computer and watching the live video from the remote side.

Start: By starting the system, you turn the computer into a live streaming server; thus allow other

people to log on to the system.

Main | Black/white List| Performance |

Kill Client//

/

Kill All Clients

Start

Client Count 0

Kill Client Kill All Clients

o

| Camwors™ | Bitrate (Kbps) |

—Senice

Server Status: Stopped Start |

—Options

Patt: |E15EI Default M |1I'JIJ
[ Use Defaultyyeh Semer Fort: IBDBD
¥ Save Log |L|'-aeSer\-er.I-3g

Stop

Kill Client: Highlight an IP address and click on the “Kill Client” button to block a client from your

system.
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Kill All Clients: By clicking on this button, you may block all the clients logging to your system.

Stop: Stop broadcasting live stream video.

Live Streaming Server x|

Main | Black/ White List| Performance |

Client Count 0 Kill Client | Kill All Clients |

Maximum Users

St [IP | Camera | Biteate (ibps) |
Port

—Sernvice

Server Status: Stopped \ Start | Stop |

Web server

w \

\ Port: |5150 Default Maximum 100

=¥ Use Default\Web Server  Port: IBDBU

Save LOg ¥ Save Log ILiveSer\rer.Iog L

v OK | X Cancel |

Options: You may only adjust the setting when the server is stopped.
Port: Assign a port for the clients to connect to your system to the network.

Use Default Web Server: Activate the Web server by checking the box; clients will be able to
watch live video via Internet Explorer. The port is set to 80 by default.

Maximum Users: Number of connections that are allowed to connect to your system. One camera
video counts as one connection.

Save Log: Save the log information at appoint folder.
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Live Streaming Server - Black/White List

x

Main Black/White List | Performance |

¥ Enable Black List

Black/White List

/l e[
Add to White List | Add to Black List | Delete |

IP Field

-

D | IP Range | Access |
Add/Delete 0 192.168.1.1- 192.168.1.20 Accept

Apply to All Live

Streaming Servers |

Apply to All Metwork Servers |

 OK | X Cancel |

White List: Check the box to activate White List filter. Only IPs from the White List are allowed to

log-in.

Black List: Check the box to activate Black List filter. IPs from the Black List will be blocked.

IP Field: Enter the IP in the field at the left or, 2 sets of IP to indicate a series of IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Network Servers: To apply the setting to all the servers.
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Live Streaming Server — Performance

Total bitrate Individual Camera bitrate

Live Streaming Server B x|

Main | Black/White List Performance |

Total bitrate: 195.9Kbps Camera 1 bitrate: 6.7Kbps

[2005/12/05 14:56:24] User Login: admin Accept
[2005/12/05 14:56:24] Play CAM 1: admin
[2005M12/05 14:56:29] Play CAM 2: admin
[2005/12/05 14:56:31] Play CAM 5: admin
[2005/12/05 14:56:33] Play CAM 9: admin
[2005/M12/05 14:56:36] Play CAM 12: admin
[2005/12/05 14:56:38] Play CAM 14: admin

W 0K | X Cancel |

Live Streaming Server log information
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Remote Playback Server

Remote Playback Server x|

Main | Black/ white List| Performance |

USEW User | Kill All Users |
Je— /
/ P | Oser /1,]5““‘3 Kbps) |
Kill Client
Server Status: Running Start Stop
—___—

Kill All Clients /
_Optinns—

/ Port: IE‘IGD Default
Star
M aximur s ers: |C‘

¥ Save Log |FfE|11-3t~:F’IG_.'I33E|'IDQ W UEL

—Senice

| X Cancel |

*There is only 1 channel displayed in Remote Playback in IP CamSecure Lite32 while there
are up to 16 channels displayed in IP CamSecure Pro/Pro Plus/Pro Mega simultaneously.

When starting the remote playback function of your computer, you allow other people to log on to
the specific computer and withdraw data files that are stored on it. As system administrator, you are
able to monitor the accounts that log on in order to maintain the system efficiency.

Remote Playback Server - Main

On Remote Playback Server panel, you can see the clients who are currently logging on to your
computer and watching the live video from the remote side.

Start: By starting the system, you turn the computer into a remote playback server; thus allow other
people to access the system.

Kill Client: Highlight an IP address and click on the “Kill Client” button to block a client from your
system.

Kill All Clients: By clicking on this button, you may block all the clients logging to your system.

Stop: Stop broadcasting playback video.
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Remote Playback Server i x|
Main | Black/ White List| Performance |

User Count 0 Kill User | Kill All Users |

Ip | User | Bitrate (Kbps) |
Port

- Semice

Server Status: Stopped Start Stop

Maximum Users

e
Port: |51BU Default
S~
Maximum Users: |8

¥ Save Log IRemotePIayback.Iog B LR

Save Log

v OK | X Cancel |

Options: You may only adjust the setting when the server is stopped.
Port: Assign a port for the clients to connect to your system to the network.

Maximum Users: Number of connections that are allowed to connect to the Remote Playback
Server. One camera video counts as one connection.

Save Log: Save the log information at appoint folder.
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Remote Playback Server - Black/White List
x|

Main Black/White List | Performance |

Balck/White List

I~ Enable Black List

i i i i i |
IP Field
Add to White List | Add to BlackList | Delete |
Add/Delete/ 0] | IP Range | Access |
0 192.168.1.1-192.168.1.20 Accept
1 192.168.1.21-182.168.1.30 Deny

Apply to All Remote

Playback Servers \

Apply to All Metwork Servers |

v  OK | X Cancel|

White List: Check the box to activate White List filter. Only IPs from the White List are allowed to

log-in.

Black List: Check the box to activate Black List filter. IPs from the Black List will be blocked.

IP Field: Enter the IP in the field at the left or, 2 sets of IP to indicate a series of IPs.
Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Network Servers: To apply the setting to all the servers.
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Remote Playback Server — Performance

Total bitrate Individual Camera bitrate

Live Streaming Server 3 5]

Main | Black/White List Performance |

Total bitrate: 195.9Kbps Camera 1 bitrate: 6.7Kbps

[2005/12/05 14:56:24] User Login: admin Accept
[2005M12/05 14:56:24] Play CAM 1: admin
[2005/12/05 14:56:29] Play CAM 2: admin
[2005/M12/05 14:56:31] Play CAM 5: admin
[2005M12/05 14:56:33] Play CAM 9: admin
[2005/12/05 14:56:36] Play CAM 12: admin
[2005/M12/05 14:56:38] Play CAM 14: admin

v 0K | X Cancel |

Remote Playback Server log information

About
Click About on the pull-down menu, and then the version of IP CamSecure will show up on the
screen.

3GPP Service
The steps are as below are brief guideline of setting the 3GPP function on Microsoft Windows
Mobile 2003 Pocket PC Phone Edition Second Edition.

Note:This feature depends on the mobile telecom service provided and the mobile phone model.
LevelOne does not guarantee that this feature will work in all countries..

1. Connect GPRS
2. Download and install the [PLATFORM4] software.

Mensajeria o T o< 1512 9

Conectando...
Conectando a: CHT_INTERNET
Conectando a GPRS.

Configuracin

MM5 O elemento(s).
Nuevo Herram. Cuentas E, E|“
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3. Execute Main Console.

4. Press the [Config]>[Network Service] >[3GPP Service]>[Start]
]

=

Live Client Count o
Streaming
State IP Camera User Agent
ra) | .
hed
Remote
Flayback
G
AGPP
Serice
—Service
Semver Status: Stopped Start S
—Qptions
Port: |4954 Default

v 0K | X Cancel|

5. Open [PLATFORM4] press the button framed by red into Option

A
7F'LATFEIRM
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6. [Open Url] enter the rtsp address of the camera
(EX: rtsp://195.253.21.242/media00.3gp—~>channel 1
EX: rtsp:// 195.253.21.242/media01.3gp—~>channel 2
EX: rtsp:// 195.253.21.242/media02.3gp—~>channel 3)

Pletfarrd Plver Joig v 404 31 @

Open Ll
| ]

Erowese. ..

Broadcast

Lizten ko Braadeast...

Progrecsive Downiload

Save A

Cipan | Settings 1| Gettings T | About

]S

—

7. [Setting I]change the setting and press “OK”
[Protocol] TCP
[Buffer Size] 60
[Connection TimeOut] 103
[Data Recept. TimeOut] 100
Deblocking Filter] check

Platformg Player '7;|| ofx 0435 @

-Metwork Settings

Protocal: (@) UDP

EITER

Buffer Size; |60 |sac, E|E|
Connection TimeOut: |103 |sec, EE|
Data Recept. TimeOut: (100 | sec, |E|E|

~Wideo Settings
Deblocking Filter Dithering
Zoom and crop in Fullscreen

Open | Settings 1 | Settings 11 | about |

e
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8. Go back to PLATFORM4, searching and then getting the video

SeLaTFORM ¢ Player 3.0 for Pocket PC

SeLaTFORM ¢ Player 3.0 for Pocket PC

O I ] n_. - l
EfO) e ma B0 [Feriues B IO

Remote Desktop

When starting the Remote Desktop option of your computer, you allow remote users to use Remote
Desktop Tool to login and configuration system.

Network Service - 0.0.0.0 f 192.168.0.83 f 218.167.1M.175
Main |
Opt|0n Live —Options
>
Disconnect idle client after (300~3600 sec.): |3EUU
Rermote
Playback

—Authentication

Authentication

[~ Enable User Authentication (Use admin password)

Service

—Senice

Server Status

Server Status /

Central
Management

(/o] (X caneel]

*Remote Desktop is only in IP CamSecure Pro/Pro Plus/Pro Mega and there are up to 16
channels displayed simultaneously.

Options

Port: Assign a port for Desktop tool to login and configure system.

Disconnect idle client after (300~3600 sec): Auto discount the on-line user who idled more than
setting period.
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Authentication

Enable this option would only allow admin account to use Desktop tool to login system.

Server Status
Click on Start/Stop to turn on/off this option.

How to install Remote Desktop Tool
Step 1: Insert the Installation CD.
Step 2: Please go to RemoteDesktopViewer directly and Run Setup.exe file.

How to Start Remote Desktop Tool

Step 1: Please point to Start > All Programs > Remote Desktop Viewer > Remote Desktop Viewer.
Step 2: Please enter address, Port, Password of server. Enable the option Use 8 bits color level to
show steadier screen.

Step 3: Click OK to Start Remote Desktop.

Central Management Service

This service only supports Central Management System(NCS). When starting the Central
Management Service option of your computer, the Main Console would send event which set
action send to central management to NCS Server and allow NCS system to remote control IO
device.

Network Service - 0.0.0.0 /192.168.0.83 f 218.167.191.175
Main l
Cllent Con nect Live Client Count a Kill Client ] ’ kil All Clients

Streaming

E State IP

Remote
Playback

Server Status
\ 3GPP
Service

Remote Server Status: Stopped

Options Desktop
Cptions
= Port: |5170 Maximun Connections: |16

Central
Managernent

Service

v oK | ’x Cancel ]

*CMS is only supported in IP CamSecure Pro/Pro Plus/Pro Mega.

Client connect option

Client Count: Show total connect servers amount.

Kill option: Highlight an IP address and click on the “Kill Client” button to block a client from your
system. Or click on the “Kill All Clients” button to block all clients.

Server Status
Click on Start/Stop to turn on/off this option.

Options

Port: Assign a port for NCS System to connect Main Console system.

Maximum Connection: Number of connections NCS Servers that are allowed to connect to your
system. The default is 8 NCS Servers and maximum is 16.
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Remote Live Viewer

With the Live Viewer console, you may watch real-time video from remote live streaming servers.

*There is only 1 channel displayed in Live Viewer in IP CamSecure Lite32 while there are up
to 16 channels displayed in IP CamSecure Pro/Pro Plus/Pro Mega simultaneously.
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Remote Live Viewer

Click on the Setup icon
to obtain the
panel

~ OEEEE

[F] Live¥iew Setting

Name the server S
'Ser\_fersemng =] My Company (192.168.1.16)
af) Serverame: |Office
Address: IT42—
Enter the server IP e
Port: |5150
User Name; |
Enter the connecting Password:
port of the server Save Password: |~
Auto Login: [
Test Server
Enter the user name
and password | s0d \| [ Detete | lUpdateJ
‘W Eﬁ_grgren Remaote Live Viewer dn the 2nd monitf_;__ﬁ \/ oK ” % Cancel l
Check the box to
automatically log in
the server when
starting Live Viewer Click “Add” and the
T h . sever will appear on
est_t e serve_r irst to the list
see if the settings are
correct
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Setup Panel—Group

You may put different cameras into the same group when utilizing the Live Streaming Server
function.

Step 1: Go to the Group tab of the LiveView Setting panel.

Step 2: Log in to all the servers that contain the camera(s) you would like to put into the
group(s).

Step 3: Click “Insert” to create a new group; name the group for future reference.

Step 4: From the window at the right, highlight the camera(s) that you would like to add to a
group and then click on the “<--“ button. Repeat the process until you are satisfied with the
group setting.

Step 5: Click on the Delete and Rename button to remove or rename a specific group.
Step 6: Repeat Step 3 to 5 until you are done with creating and setting groups.

Step 7: Click OK.

Note: If you want to Re-open the Remote Live Viewer on the secondary monitor, please enable the
Re-open Remote Live Viewer on 2" Monitor.

Step 1 Step 4 Step 2

e
/

Server  Srobip l

Step 3 Al el

= My Company
mpany - LevelOne WC ¢ 1> My Company - LevelOne W
y Company - LevelOne W E fly My Company - LevelOne Wi

& Office - LevelOne WCS-204( 1 My Company - LevelOne WC
{-&F Group 2 - Office

/ @ My Company - LevelOne W 4l Office - LevelOne WC 2,168,
= (ffice - LevelOne W 2,168, qP» Office - LevelOne WC5-204(
03 Office - LevelOne W

Step 5

’,/ oK ”x Cancel]
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Remote Live Viewer

Select a camera(s) from the server/ camera list on the right and then drag it to where you
want the image to be displayed.

On the server/ camera list, right click on a camera to connect/ disconnect it.

Log In/ Log Out: Select a server or a group and click on the log in/ out icon to access/ leave the
server. You may also log in/ out from the server by right clicking on it.

Server and Camera List: Display a complete list of the server(s) and camera(s) that are added to
the system.

PTZ Camera Control: You may control the camera view by utilizing the PTZ camera control panel
to adjust the camera’s view. This is only available with cameras that support PTZ function.

Minimize: Minimize the Live View Console window.

Exit: Shut down the system or log out current user.

Zoom: Click on the + and — signs to zoom in and out the view.

Play / Stop: Select a camera/video and click Play / Stop to play/stop the particular channel.

Information Display Window: Display video information including server name, video current
status, and speed.

Playback: View playback video remotely.
Remote 1/O: Utilize I/O device function remotely.

Snapshot: Select the snapshot function to capture a specific video image immediately.
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Other—View Real-Time Video on the Internet

ﬁ Untitled Docwnent - Windows Intermet Explorer M=
T

_.@v Ig hitp:A218.167.193.22:8080/ j || X ILweSean:h P~
& -
S 4H & Unbild Document - Bl - - S EEE - TR -

T e =

|ht11):f.018 187.192 22:8080/Kveview htm

Note: Must make sure the Liver Stream Server is enabled.

Server IP: Open an Internet Explorer browser and enter the IP address or DDNS “name” of the
server followed by the connecting port.
Example: http://192.168.1.16:8080/

Note: 192.168.1.16 is the IP address of the server. 8080 is the port specified in “Use Default Web
Server” in Network Service.

Remote Live Viewer: Press this icon to use Remote Live Viewer which functions are the same as
Remote Live Viewer.

Remote Playback: Press this icon to use Remote Playback which functions are the same as
Playback but remote server and backup functions.

*There is only 1 channel displayed in Live Viewer via web browser in IP CamSecure Lite32

while there are up to 4 channels displayed in IP CamSecure Pro/Pro Plus/Pro Mega
simultaneously.
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DBTools

DBTools

The DBTools : Export/import database/files; export configurations and edit storage location.

Step 1: Execute DBTools from program files.

ri LevelCne Surveillance System #

MEM 5 b Installation Wizard  »

Microsaft Chinese Date & Time Backup System
Microsaft Office v ) 1P CamLocator v @] Main Console
Multimedia Builder ’ Playback Svstem

WTI Backup NOTW! 4 ' [ Remote Live Viewsr
NTICD & DV D-baker 7 ’ @l TUningtall [P CamSecure
Video 3urveillance 3ystem > Z zer Manual
Powerfrchiver 2001 3

Realtek Sonnd Manager 4 @ Eemote Plavback Server

Step 2: Enter the password of administrator to login.

DB Tools login

Flease enter password for the administrator of Main
Console :

Llser name: Iadmin

Passwiord: I

]2 Cancel
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DBTools

Export database
Step 1: Select the database you want to export.

Step 2: Select the destination you want to export.

Step 3: Press “Export” to start to export database.

B DBTools

x)

Export database files

Export Main Console databases to a hackup directory in case of
systern re-installation or trouble shooting.

Database location

CAProgram FilesiLevelOnelIPCamSecure

Import
Step 1
3 Export destination
Export (none)
Step ) configurati... —
i =
Step 3 E?L:::L]dj? Export

Import database
Step 1: Select the database location you want to import.

Step 2: Select the installation path you want to import.

Step 3: Press “Import” to start to import database.

® DBTools E3
: i Import database -
- Import Main Console datahases into the installation path from a
Export hackup directory.
database

- Database location-
(nonej)

Step 1
i Installation Path
CAProgram Files\LevelOnelPCamSecure
Export

configurati...
Step 2 ﬁ Browse...

Edit video
Step 3 trirace Impart
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DBTools

Export configurations
Step 1: Press “Export”.

Export
database
Step 1

Irmnport
database

E

Edit widea
storage...

Step 2: Select the location you want to Export and type the name of the configurations.

Step 3: Press “Save” to start to import database.

Ste P 2 ) configuration

e R

Step 3
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DBTools
Edit storage location
If you move the recorded videos to a new directory, to ensure the videos can still be
recognized by the Playback system, you should change the original directory.
Step 1: Select the original directory in the table.

Step 2: Type the new path you want to save the recorded videos.

Step 3: Press “Update” to finish editing storage location.

® DBTools X
g Edit storage location
Ifyou maove the recorded videos to a new directary, to ensure the videos
Export can =till be recognized by the Playback system, you should change the
database original directary,
Pleasze find the original directory in the table below, and manually change
Q it to the new one.
Step 1 —0W18
-l

‘Fﬁsﬂ-ﬁ\ FilePathld | FilePathMame

databasze CAProgram Files\LevelCOnellP Ca

Step 2 \ Export
canfigurati...

Editvideo Mews path:
storage..

Step 3 Lpdate
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Backup

The backup function saves video record and other log information. Users may open backup files
on any PC with Windows Operation System and operate the full function Playback panel on it.
Follow the instructions below to obtain backup files.

Step 1: Execute DBTools from program files.

ﬁi LevelTmne Ll_":'l Surveillance Swetem  »

I MBM S b () Installation Wizard
U‘:I Microsoft Chinese Date & Time A [P Camdecurs E Backuop System
I Micrasoft Office v IF Camlocatnr v ([@] MainConsole

d\_‘j Multimed is Builder

u‘_‘j NTI Backop NOW! 4

d\_‘j NTICD & DVD-Maker 7
uﬂ Video Surveillance 3wstem
d‘_‘j Powerfychiver 2001

uﬂ Realtek Sound Manager

Playback System
[&] Remote Live Viewsr
@ Undnstall [P CamBecure
7'; Tzer Manual
k3 DBTock:
E Eemote Flayback Jerver

T ¥ v v v v

Step 2: Click on “New Period” to obtain the Select DateTime Period panel.

FE Backup System g@

Backup Help

ral -
o New Period

/ Start Diate Time End Date Time Comerafs) Size| |
Step 2

Step 3: From the record date section, select the date you want to backup from. You will see color
lines appear in the time table implying available data recorded. Red, green, and blue stands for
record always, record on motion, and record on event data files, respectively.

Step 4: Select the data you want to backup by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 5: Click on the camera number icon to add camera(s) or click Select All to add all the
cameras.

Step 6: Check the box of Enable Preview to get the preview of the video you select.

Step 7: Click OK when the settings are complete and go back to the Backup panel.
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Backup
' Step 4 Step 6
B Dt Tuiee Zeacch Dualog - Biorwse Hioeds
= %% Record Date - Date Time Period - Wi -
B 2006501 Stan Time: | X006/ |é||u[l448 é‘ FF Enable Previow
End Time: [2006/ &/ 1 2 [1a3402 =
- Salect Comurats)-
116|173z |
| — Tl o xalxs o x| xe
/ o8] ea0] 1] w12] 3] 14| 48] w4
®53
Step 5 o Rl e st | bosth o
W0R0BO1 [0 1 3 s 4 P S R p n N w el
1 camera1 | -
B Cameraz | j
B cameras |
i comerad |
i cameras |
5 camerat |
i comera? |
i | -
- Al 2l _»l"
T Wucord Ay
Step 7 e ) x oo
'F Backup System [ [f=1[% |
Backup Help
):J MNew Period o e : Backup @ Delete
Step 8 ———""7 StutDste Time End Dte Time Camerafs) Size
_@2005.’10&8 1120000 2005010028 B 11:21:52 1,2,3,4 1,429KB

Step 8: Click the Backup icon to see the size of the file.

Step 9: Choose the path you want to save the file or burn the file into a CD (direct CD burning for
Windows XP only).

Step 10: Select the log information you would like to backup (Event Log, System Log and/or
Counter Log) and then click OK.

Trte B8

Summary

Step 8
Total backup data size: 40, 960KB
Wedia
Step 9 (%) Backup using COROM
() Backup on HardDisk
' | @ |
Option

1L [¥] Backup Event Log

Backup System Log
Backup Counter Log

/ oK | X Cancel |
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Backup

Delete recorded information from the system

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

FE Backup System

B[=%]

Backup Help

) New Period

Start Date Time

End Date Time

Camerals)

Step 2: From the record date section, select the date you want to delete the file from. You will see
color lines appear in the time table implying available data. Red, green, and blue stands for record
always, record on motion, and record on event data files, respectively.

Step 3: Select the data you want to delete by highlighting the time period. Besides the time-table,
you may also set up start time and end time in the Date Time Period section.

Step 2

End Time: |2006/ 8/ 1 ﬁl]l}lﬂ? ;‘

-~ Belect Camerals)

\

N A T e e ST T AT

116|172 |

X[ Ka|wa|xs|xe|xr|xel

~Vidin Preview.

= FF Enable Previow
=

allows rgls Solect A | Dol All I
T P S S R S R e O P S SRR P NP
| Cameral
5 Camera2 \\-
5 camera 3
3 camerad
3 camera s
5 camera®
[ Camera 7
5 Camera & -
-[ . o
Rircand Abwirys
x clmll
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Backup

Step 4: Click on the camera number icon to add camera(s) or click Select All to add all the
cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you select.

Step 6: Click OK when the settings are complete and go back to the Backup panel.

B, Dete Tuie Seaseh Dialorg - Bioorwse Mo (=] Step 5
[~ % fecordDae | | Date Time Period ~Video Proviow .
End Time: [2006/ &/ 1 2 [1a3402 =
- Sulect Camura(s)
1168|1732 |

/ v xa|we|xs|xe|xr|xe]
x o] wio] wn] wz] s3] we] s e

T sows muliple channels - BelectAl | Dosoloct Al |

20060801 | o i & 8 v s 8w P o e ow e
19 camerat &
B Camera 2 [ ] j
5 camera 3
5 Camara &

5 cameras
i camera
i Camera 7
 camera & -
| | _>l_|
Ruicord
Step 6 - ML 7o X o |

Step 7: Click on the “Delete” icon and delete the data.

Note: the deleted video cannot be recovered.

F] Backup System [{[=1°%
Backup Help
)Fj Mew Period Remove Perjoc |ﬂ Backup_| | Delete
Step 7 it Date Tome End Date Time Cetararsl Size
[ H2005/10/28 £ 112010 200510728 4 11:21:52 1,234 1,429KE
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How to Use IP CamSecure in VISTA

Step 1:
Start->Control Panel

Step 2:
Click “User Accounts”

Step 3:
Click “Turn User Account Control On or Off”

Step 4:
Disable "Use User Account Control(UAC) to help protect your computer”, then click “OK”. Now, you
can use IP CamSecure in VISTA.

Turn on User Account Control (UAC) to make your computer more secure

User Account Control (UAC) can help prevent unautherized changes to your computer. We recommend that
youleave UAC turned on to help protect your computer.

[ Use User Account Control (UAC) to help protect your computer
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